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1.  INTRODUCTION.

This is a Combating Terrorism Technical Support Office (CTTSO) Broad Agency Announcement (BAA) issued under the provisions of paragraph 6.102(d)(2)(i) of the Federal Acquisition Regulation (FAR) to provide for the competitive selection of research proposals.  Contracts based on responses to this BAA are considered to be the result of full and open competition and in full compliance with the provisions of Public Law (PL) 98-369 Section 2701, “The Competition in Contracting Act.”  Awards for submissions under this BAA are planned for Fiscal Year (FY) 2013.  Funds may not be available for all requirements under this BAA.  No contract awards will be made until appropriated funds are available from which payment for contract purposes can be made.

1.1. Approach.

A three-phased proposal selection process will be used for this BAA to minimize cost and effort for prospective offerors:  
· Phase 1 will consist of the solicitation, receipt, and evaluation of a one-page Quad Chart.  
· Phase 2 will consist of the solicitation, receipt, and evaluation of a White Paper and applies to only those submissions that have been accepted in Phase 1.  
· Phase 3 will consist of the solicitation, receipt, and evaluation of a Full Proposal and applies to only those submissions that have been accepted in Phase 2.  Based on the priority of critical requirements and the availability of funding, Phase 1 submissions can be selected for Phase 3 without a Phase 2 submission.  
Clarifications to White Papers and Full Proposals may be requested. 
1.2. HBCU, MI, and Small Business Set Aside.

The Government encourages nonprofit organizations, educational institutions, small businesses, small disadvantaged business (SDB) concerns, Historically Black Colleges and Universities (HBCU), Minority Institutions (MI), women-owned businesses, and Historically Underutilized Business zone enterprises as well as large businesses and Government laboratories to submit research proposals for consideration and/or to join others in submitting proposals; however, no portion of the BAA will be set-aside for these special entities because of the impracticality of reserving discrete or severable areas of research and development (R&D) in any specific requirement area.  A goal of 2.5 percent of total dollars awarded will be considered for HBCU and/or MI and a goal of 2.5 percent of total dollars awarded will be considered for small businesses for a total goal of 5 percent.  The final determination will be made based on the individual technical merits of the proposal and budget constraints within the mission priorities.  To ensure full consideration in these programs, registration in the BAA Information Delivery System (BIDS), described later in this document, requires the appropriate business type selection as well as accurate up-to-date information.
1.3. Limitation of Funds.

The Government intends to incrementally fund Cost Reimbursable contracts awarded from this BAA as provided by FAR 52.232-22, “Limitation of Funds.”  Most contracts awarded are anticipated to be 6 to 24 months in duration.  To facilitate incremental funding, submissions shall include the cost and schedule by a task-phased structure with clear exit criteria, and shall be inclusive of all work to complete the effort including any options.  It is anticipated that the entire effort will be negotiated with the initial contract award.
[Note: based upon the availability of funding, the Government may have to partially fund Fixed Price contracts in accordance with the Limitation of Government’s Obligation clause.  In such cases, milestone payments will need to be a part of the full proposal.  Applicability of this issue will be stated in the e-mail asking for a Phase III proposal]
1.4. Technical Evaluation Support.

It is the intent of this office to use contractor support personnel in the review, evaluation, and administration of all submissions for this BAA.  All contractor support personnel will have access to proprietary data and shall certify that they: (1) will not disclose any information pertaining to this solicitation including any submission, the identity of any submitters, or any other information relative to this BAA; and (2) have no financial interest in any submissions evaluated, reviewed and administered.  Submissions and information received in response to this BAA constitutes permission to disclose that proposal data to certified evaluators under these conditions.
1.5. BAA Package Download.

This BAA Package can be downloaded electronically in its entirety from www.bids.tswg.gov under Download BAAs.  Registration is not required to download the BAA package; however, a BIDS registration is required to upload a response to the BAA.
1.6. BAA Contractual and Technical Questions.
All contractual and technical questions regarding this BAA, including the published requirements and instructions, must be directed to the Contracting Officer at 12-Q-4747@cttso.govBIDS website.  No other office personnel will not acknowledge, forward, or respond to any inquiries received in any manner concerning the BAA.  Contractual questions and answers will be posted periodically under BAA Questions on the .    All questions must be received at least 72 hours prior to close of the submission.
1.7. BIDS Website Help Requests.
For technical help using BIDS, submit questions to the BIDS administrators at bidshelp@cttso.gov or by using the Help Request link located on the BIDS Homepage.  Include a valid e-mail address, your BIDS User Name, and a detailed description of the question or concern in the comments block.  The BIDS website provides other valuable resources under Online Help, and Doing Business with the Government.  Reference documents including the BIDS Submitter Quickcard and Quad Chart Sample are available for download.  Information regarding compliance requirements for using humans and animals in testing is also available from BIDS.
1.8. BIDS Frequently Asked Questions (FAQs).

FAQs are a list of questions and associated responses for general and specific topics.  Offerors are encouraged to periodically review www.bids.tswg.govBAA Questions located at .
NOTE:  Persons submitting proposals are advised that only the Contracting Officer can obligate the Government to any agreement involving expenditure of Government funds.

2.  GENERAL INFORMATION.

This section includes information applicable to all awards under this BAA.

2.1. Eligibility.

To be eligible for contract award, a responsible offeror must meet certain minimum standards pertaining to financial solvency and resources, ability to comply with the performance schedule, prior record of satisfactory performance, integrity, organization, experience, operational controls, technical skills, facilities, and equipment.  See FAR 9.104. 
· All offerors must be registered in the Central Contractor Registration database, website www.ccr.gov, as indicated in FAR 4.11.  Contractors must also complete Online Representation and Certifications at https://orca.bpn.gov.  
These and other helpful links are also provided on the BIDS Homepage.
2.2. Procurement Integrity, Standards of Conduct, Ethical Considerations. 

Certain post-employment restrictions on former federal officers and employees exist including special Government employees (Section 207 of Title 18, United States Code (U.S.C.)).  If a prospective offeror believes that a conflict of interest exists, the offeror should make this known to the Contracting Officer for resolution before time and effort are expended in preparing a proposal.

2.3. Reserved.

2.4. Restrictive Markings on Proposals.

All proposals should clearly indicate content disclosure limitations.  Submissions can be marked as “Proprietary” or words to that effect; however, markings such as “Company Confidential” or other phrases that could be confused with national security classifications shall not be used.  All paragraphs that contain proprietary information must be clearly marked. The Contracting Officer may challenge proprietary markings if they are not substantiated.
2.5. Submission Handling/Rights in Technical Data and Computer Software/Patent Rights.
2.5.1. Procurement Integrity.

The Government shall comply with FAR 3.104 in its treatment of information submitted in response to this BAA solicitation and marked with the individual’s or company’s legend.
2.5.2. Submission Information and FOIA.

Records or data bearing a restrictive legend can be included in the proposal.  However, the offeror is cautioned that portions of the proposal are subject to release under the terms of the Freedom of Information Act (FOIA), 5 U.S.C. 552, as amended.  In accordance with FOIA regulations, the offeror will be afforded the opportunity to comment on, or object to, the release of proposal information.
2.5.3. Rights in Technical Data and Computer Software.

Rights in technical data, and computer software and software documentation provided in the proposal are treated in accordance with the Department of Defense Federal Acquisition Regulation Supplement (DFARS) 252.227-7016, “Rights in Bid and Proposal Information.”  Rights in technical data, and computer software and computer software documentation in the resultant contract shall be in accordance with DFARS 252.227-7013 (regarding technical data) and DFARS Section 252.227-7014 (regarding computer software and software documentation).  Both clauses (DFARS sections 252.227-7013 and 252.227–7014) will be included in any noncommercial contract exceeding the simplified acquisition threshold.  Table 1 contains these and related clauses that may be included in the contract.
	Table 1.   Contract Clauses

	DFARS
	Title

	252.227-7013
	Rights in Technical Data – Noncommercial Items (FILL-IN)

	252.227-7014
	Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation (FILL-IN)

	252.227-7016
	Rights in Bid and Proposal Information

	252.227-7017
	Identification and Assertion of Use, Release, or Disclosure Restrictions (FILL-IN)

	252.227-7019
	Validation of Asserted Restrictions - Computer Software

	252.227-7025
	Limitations on the Use or Disclosure of Government Furnished Information Marked with Restrictive Legends

	252.227-7027
	Deferred Ordering of Technical Data or Computer Software

	252.227-7028
	Technical Data or Computer Software Previously Delivered to the Government

	252.227-7030
	Technical Data - Withholding of Payment

	252.227-7037
	Validation of Restrictive Markings on Technical Data


2.5.4. Patents.

Patents in existence and patent applications pending at the time of the proposal, that relate to the proposed effort, shall be identified in the White Paper and Full Proposal in accordance with the clauses above.

2.6. Product and Deliverable Requirements.

All proposal phases shall include the costs for products and data deliverable requirements.  Minimum data (report) requirements include Monthly Status Reports (MSRs) and a Final Technical Report even if the research is to be continued under a follow-on contract or contract option.  MSRs document program, technical, and financial status.  The Final Technical Report summarizes the project and associated tasks at the conclusion of each contract.  Include MSRs, the Final Technical Report, and any products and deliverables specific to the performance of the proposed effort (e.g., system specification). The Government will provide the offeror a full listing of data deliverables (i.e., Contract Data Requirements List) in the request for Phase 3 Full Proposal.  Additional products and deliverables could include prototype hardware, software, or systems; test plans; test and technical reports; technical data; specifications; requirements documents; computer programs or software; user manuals; drawings; or other products and data.  The number, types, and preparation instructions for products and deliverables will be specified in the contract.
2.7. Distribution/Release Limitations.

The offeror should be aware that all resulting contracts or other awards will contain release limitations for all data resulting from the effort in accordance with DFARS 252.204-7000.  This includes products, data, information, and services to be performed.  The contractor shall protect all data and information from disclosure, and shall not release any data or information by any method of dissemination without prior Government approval.
2.8. Subcontracting.

Pursuant to Section 8(d) of the Small Business Act (15 U.S.C. 637(d)), it is the policy of the Government to enable small business and small disadvantaged business concerns to be considered fairly as subcontractors to contractors performing work or rendering services as prime contractors or subcontractors under Government contracts, and to assure that prime contractors and subcontractors carry out this policy.

2.9. Animal or Human Testing Compliance.

The contractor shall comply with all laws and regulations governing the use of animals or human subjects in research projects.
2.9.1. Animal Testing.

Any contract resulting from this BAA that potentially involves the testing of animals shall include the following language:
Any contractor performing research on warm blooded vertebrate animals shall comply with the Laboratory Animal Welfare Act of 1966, as amended, 7 U.S.C. §§ 2131 - 2159, and the regulations promulgated thereunder by the Secretary of Agriculture in 9 C.F.R. Parts 1 through 4, pertaining to the care, handling, and treatment of vertebrate animals held or used for research, teaching, or other activities supported by Federal contract awards.  In addition, the contractor shall comply with the provisions of Department of Defense Directive (DoDD) 3216.1, as implemented by SECNAVINST 3900.38C, and DFARS 252.235-7002, “Animal Welfare,” which is incorporated into this contract.

2.9.2. Human Subjects Testing.

Any contract resulting from this BAA that potentially involves the use of Human Subjects in the research or study shall include the following language:
The contractor shall comply with all regulations promulgated by the Office of the Secretary of Defense in 32 C.F.R. Part 219, pertaining to the protection of human subjects.  In addition, the contractor shall comply with the provisions of DoDD 3216.2.  If human subjects are to be used at any time during the project, the contractor shall have a Federal assurance that is acceptable to CTTSO before involving human subjects.  Additionally, the protocol shall be approved by a Federally-assured Institutional Review Board (IRB) office named in the institution’s assurance.  The contractor shall prepare these documents and shall ensure that they are on file with CTTSO prior to the start of research involving human subjects.  Collaborators with the contractor, to include IRBs, shall also comply with regulations to protect human subjects for both classified and unclassified research.  The contractor shall report all changes in the protocol or consent form to the CTTSO Contracting Officer’s Representative as they occur.  Release of initial and follow-up funding will be contingent upon initial and continuing reviews, and to other IRB and component requirements.
3.  PROPOSAL PREPARATION.

This section provides information and instructions for the preparation and submission of all phases under this BAA.  All submissions must meet these requirements including format, content, and structure, and must include all specified information to avoid disqualification, submission rejection, or delays in evaluation.

3.1. BAA Information Delivery System (BIDS).

BIDS at www.bids.tswg.gov is used: (1) to provide public access to the BAA package; (2) to collect all unclassified submissions; and (3) to collect placeholder records for all classified submissions.  BIDS also provides submission progress tracking, evaluation comment collection, and results notification back to the submitter.
3.1.1. Submitter Registration.

A BIDS submitter registration is required to respond to this BAA.  Existing BIDS accounts are acceptable for a new BAA if the company contact information is the same or is corrected.  Registrations should reflect the offeror’s contracting or business authority.  The User Name, created by the offeror, must be unique and is used for BIDS login and submission tracking.  Registration acceptance for submitters is automatic, but takes several seconds to be recognized by BIDS.  A success e-mail will be sent to indicate that the User Name and account are accepted.  BIDS is e-mail dependent and uses the Registration e-mail as the single point of contact (POC) for all notifications associated with the BAA.  This e-mail address should be monitored frequently during the BAA process for the notices. Submitters should periodically check status in their account, not receiving a notification email does not constitute grounds to appeal an evaluation decision. Spam blockers and other email security software may cause a notification email to be rejected, check your account.  E-mail addresses included in the submissions or any other data field in BIDS will not be used for contact and notification purposes.
3.1.2. User Accounts and Password Resets.

Registration account information such as the POC, e-mail, and password can be updated after login.  The Forgot My Password link on the BIDS Homepage allows registered users with a valid e-mail address to automatically reset a password.  The system will verify the account User Name and e-mail to send a new password to that e-mail.
3.1.3. Registration and Account Help.
BIDS Help requests can be e-mailed to BIDS administrators at bidshelp@cttso.gov Help Requestor submitted via the  link located on the BIDS Homepage.
3.1.4. Document Identifier.

The offeror shall include the document identifier in the header of each submission.  Document identifiers must match the BIDS submission record and should be constructed before upload to BIDS.
3.1.4.1. Constructing Document Identifiers.
Document identifiers, auto-generated in part by BIDS, are based on Subgroup or Mission Area, the requirement number, the user name, and a Submitter Internal Tracking (SIT) number.  The underlined portion of the sample shown in Table 2 depicts the segment automatically formed by BIDS.

	Table 2. Sample Document Identifier and Components Definition

	CB-1112-ABCCORP-10703JT-QC

	From Sample
	Document Identifier Component

	CB
	subgroup or mission area designation - from BAA

	1112
	requirement number - from BAA

	ABCCORP
	user name - from BIDS registration

	10703JT-QC
	SIT number - any alphanumeric combination (with no special characters or spaces) created by the submitter for (submitter) tracking purposes along with the document type suffix


3.1.4.2. Creating Submitter Internal Tracking (SIT) Numbers.

SIT numbers are unique identifiers created by submitters and entered in the submission record during the upload process.  SIT numbers can be any alphanumeric combination (no special characters or spaces) chosen by the submitter plus a suffix indicating the document type.  BIDS enforces unique SIT numbers and will not allow the submission record to be saved if the SIT number has already been used.  Table 3 provides sample SIT numbering formats for each document type.
	Table 3.  Sample SIT Numbers for an Accepted Submission

	Document Type
	Auto-generated by BIDS
	SIT#

	Quad Charts
	CB-1112-ABCORP
	10703JT-QC

	White Papers
	CB-1112-ABCORP
	10703JT-WP

	Full Proposals
	CB-1112-ABCORP
	10703JT-FP


Offerors uploading more than one submission to the same requirement shall create unique identifiers by adding a numbered sequence to the document type suffix.  Table 4 offers sample SIT number formats for multiple submissions to the same requirement.
	Table 4.  Sample SIT Numbers for Multiple Submissions to the Same Requirement

	Submission #
	Auto-generated by BIDS
	SIT# Sample 1
	SIT# Sample 2*

	Submission 1
	CB-1112-ABCORP
	10703JT-QC1
	QC1

	Submission 2
	CB-1112-ABCORP
	10703JT-QC2
	QC2

	Submission 3
	CB-1112-ABCORP
	10703JT-QC3
	QC3

	* NOTE: If the submitter does not require an internal tracking number, use the document type designation.


3.2. BIDS Security and Access Control.

All data uploaded to BIDS is secure from public view and download.  All submissions will be considered proprietary/source selection sensitive and protected accordingly.  The documents can only be reviewed by the registrant, and authorized Government and contractor representatives with no conflict of interest.
3.3. Submission Changes.

Changes to uploaded submissions will be permitted up to the closing date and time.  If a modification is required, update the original file in the source application and save.  Convert to an acceptable format if applicable.  In BIDS, open the submission record, click Edit Submission, and update the record information.  Use Browse to select the revised document.  Select the checkbox to remove the old attachment.  Click Submit for Processing to save the changes.  Documents cannot be edited online through the BIDS web interface.  File names must contain no spaces or special characters.  Ensure the file size does not exceed the 1 Mb limit.  To completely remove a submission from consideration, select Delete Submission.  Changes after the requirement due date and time are not permitted.
3.4. Special Handling Procedures for Classified Information.

If a submission contains classified information, the offeror must first create a placeholder record in BIDS with an unclassified cover page attachment.  Identify in the comments section of the submission record that the submission cannot be uploaded due to classification.  The BIDS Document Identifier must be clearly identified on the mailed document(s).  Classified responses (up to SECRET) must be appropriately and clearly marked (including all paragraphs and pages containing the subject data), packaged, and shipped in accordance with classified material handling procedures and security regulations pertaining to the level of classification for that document.
To obtain mailing instructions for classified submissions, e-mail:   Security@cttso.gov.
Classified submissions must be received by the applicable due date and time.  Classification in no way eliminates the offeror’s requirement to comply with all BAA instructions.

3.5. Phase 1 Quad Chart Submissions.

Offerors shall prepare and upload a one-page (8 ½ by 11 inches) Quad Chart in response to Phase 1 of this BAA.  Use font sizes of 10 point or greater.  If more than one page is submitted, only the first page will be evaluated.  Quad Charts do not require a Cover Page.
3.5.1. Phase 1 Due Date and Time.

All unclassified Quad Charts must be received electronically through BIDS no later than 1500 (3:00 p.m.) Eastern Time (ET) on the date specified on the cover of this document.  Likewise, classified submissions must be received by the same due date and time. Offerors must create a placeholder record in BIDS with an unclassified cover page attachment.  Refer to the “Special Handling Procedures for Classified Information” in this document for instructions on classified submissions.  BIDS does not allow proposals to be uploaded or classified placeholders to be created after the closing date and time.  Any proposal, regardless of classification, submitted by any other means, or that is late will not be considered by the Government.  Avoid the last minute rush; submit early.
3.5.2. Electronic File Format.
The Quad Chart shall be submitted in Microsoft Office (Word or PowerPoint), or Adobe Acrobat (PDF – portable document format).  ZIP files and other application formats are not acceptable.  The document must be print-capable, without password, and no larger than 1 MB.  Filenames must contain the appropriate filename extension (.doc/.docx, .ppt/.pptx, or .pdf).  Filenames cannot contain spaces or special characters.  Apple/Macintosh users must ensure the entire filename and path are free of spaces and special characters.  Submissions that cannot be opened, viewed, or printed will not be considered.
3.5.3. Quad Chart Content.
A Quad chart conveys the essence of the proposed solution for a single requirement.  When preparing a submission, the offeror shall ensure that the specific criteria of the requirement are addressed, the solution is clear, and can be accomplished with the proposed technology, cost, and schedule.  The Quad Chart includes a document header and four quadrants.  The Quad Chart format and sample are provided at the BIDS website under Downloads, Reference Materials, Document Format.
3.5.3.1. Header Information.
Header information shall include the BAA Announcement number, the Document Identifier, and the Proposal Title.  The date and company name should be included along with the appropriate document markings.
3.5.3.2. Top Left Quadrant, Graphical Depiction.
The top left quadrant is a graphical depiction, photograph, or artist’s concept of the proposed solution or prototype.  Include labels or brief descriptive text as needed for clarification.  Ideally, this will convey the prototype concept, use, capability, and any relevant size or weight relationships based on the published requirement.
3.5.3.3. Top Right Quadrant, Operational and Performance Capabilities.
The top right quadrant contains the operational and performance capabilities summary.  Describe any basic, new, or enhanced capabilities the system will provide to meet the published requirement.  In bullet form, list key aspects of performance, capability, operational use, relevant software or hardware specifications, and planned interface and/or compatibility. The offeror is only required to submit past performance information in response to a request for Full Proposal.
3.5.3.4. Bottom Left Quadrant, Technical Approach.
The bottom left quadrant contains the proposed technical approach.  Specifically, describe the technology involved, how it will be used to solve the problem, actions done to date, and any related on-going efforts.  Briefly describe the tasks to be performed for each phase.  A bullet list is acceptable.
3.5.3.5. Bottom Right Quadrant, Cost and Schedule.
The bottom right quadrant contains the Rough Order of Magnitude (ROM) and Schedule, Products and Deliverables, and Corporate Contact Information.  ROM and Schedule shall be proposed by phase and include the cost, period of performance (POP), and exit criteria for each phase.  A total cost and POP that combines all phases shall also be included.  Products and Deliverables shall include, by phase, a list of all prototype hardware and software along with the required data as described in “Product and Deliverable Requirements” in section 2 of this document.  Corporate Contact Information shall include the submitter’s company name, POC, phone number, and e-mail address.  Include any significant teaming partner (contact information) relevant to the evaluation.  (Note that the contact information in the BIDS registration is used for all notices and contact purposes.)
3.5.4. Phase 1 Notification to Offeror.

The Government will notify the offeror when a submission has been accepted or rejected.  Notification of acceptance with a request to submit the next phase document will be e-mailed to the offeror’s contracting authority as entered in the BIDS registration and will indicate the next submission type, clarification requests, and due date and time.  Likewise, rejection notifications will be e-mailed to the address provided in the BIDS registration.  Debriefings for Quad Charts will not be conducted due to the nature of BAAs.  In general, submissions are not considered for further review when they do not meet the basic requirement, are too costly, or do not fit the mission. All Quad Charts are evaluated in accordance with Section 4, Proposal Evaluation, of this BAA.
3.5.5. Phase 1 Status and Inquiries.

Phase 1 is complete when all submissions have been accepted or rejected in accordance with this BAA.  Inquiries by phone concerning the status of Quad Charts will not be accepted.  After login to the BIDS website, submitters are able to check the status of their submission(s) under Check My Current Proposals. 
3.6. Phase 2 White Paper Submissions.

Offerors shall prepare and upload a White Paper with no more than twelve (12) pages plus a cover page in response to Phase 2 of this BAA.  All submission pages shall be 8 ½ by 11 inches, double-spaced with fonts no smaller than 10 point; all margins shall be one inch.  Each page of the submission shall contain the document identifier in the document header.  If the White Paper contains more than 12 pages including tables, charts, and figures only the first 12 pages will be evaluated.  All White Paper submissions must include a cover page.  The cover page template is provided at the BIDS website under Downloads, Reference Documents, Document Format.  Cover pages are excluded from the White Paper page count.
3.6.1. Phase 2 Due Date and Time.

All unclassified White Papers must be received electronically through BIDS no later than the due date and time specified in the Phase I Quad Chart acceptance e-mail.  Likewise, classified submissions must be received by the same due date and time. Offerors must create a placeholder record in BIDS with an unclassified cover page attachment.  Refer to the “Special Handling Procedures for Classified Information” in this document for instructions on classified submissions.  BIDS does not allow proposals to be uploaded or classified placeholders to be created after the due date and time.  Any proposal, regardless of classification, submitted by any other means, or that is late will not be considered by the Government.
3.6.2. Electronic File Format.

The White Paper shall be submitted in Microsoft Office (Word or PowerPoint), or Adobe Acrobat (PDF – portable document format) format.  ZIP files and other application formats are not acceptable.  The document must be print-capable, without password, and no larger than 1 Mb.     Filenames must contain the appropriate filename extension (.doc/.docx, .ppt/.pptx, or .pdf).  Filenames cannot contain spaces or special characters.  Apple/Macintosh users must ensure the entire filename and path are free of spaces and special characters.  Submissions that cannot be opened, viewed, or printed will not be considered.
3.6.3. Phase 2 Document Upload.

To upload a next phase document use the link back to BIDS provided in the acceptance e-mail, or login to BIDS under Proposals Due to open the accepted record.  Select Create Next Submission and follow the instructions.
3.6.4. White Paper Content.
White Papers shall provide a description of the technical approach, the specific tasks and deliverables by phase, schedule and cost estimate by phase, intellectual property and government rights, transition planning for production, and a capability statement.  The offeror shall incorporate all clarification data requests from the acceptance e-mail into the submission.  Indicate clarification entries by footnote and reference the requested item(s) in the footer area.  The following White Paper sections and details are required.
3.6.4.1. Cover Page.
A cover page template is provided at the BIDS website under Downloads, Reference Documents, Document Format.  The cover page includes necessary contractual information including the offeror’s contracting POC (name, telephone number, e-mail address, facsimile number, mailing address) and business information (Data Universal Numbering System (DUNS) number, CAGE code, business type).  Include the proposed contract type, total cost, and the duration of all phases/tasks.  Cover pages are excluded from the page count.
3.6.4.2. Technical Approach.
Describe the proposed solution relative to the requirement.  Focus content on operational capabilities required to address the problem, the underlying theory that supports the operational capability, and suggested concept of operations.  Identify end users that could be interested in the proposed solution and describe how the solution will be a benefit.  Include drawings, diagrams, charts, and tables needed to explain the effort.  Describe if, and where, the proposed technology/solution has been, or is being used.  Identify sponsoring agency and funding resources; or if none, so state.
3.6.4.3. Tasks and Deliverables.
Identify the proposed tasks by phase in the order of occurrence.  A phase must have clear exit criteria to serve as a “go” or “no-go” decision point to proceed to the next phase.  Identify work that will be performed by other organizations or agencies.  Identify anticipated technical risks along with planned mitigation efforts.  Indicate any Government furnished material (GFM), equipment (GFE), or information (GFI) that will be required with the task and need date; or if none, so state.  For each phase include the exit criteria and all products and deliverables as defined in “Product and Deliverable Requirements” in section 2 of this document.  If a phase is proposed as an option, so state.
3.6.4.4. Schedule.
Develop a master project schedule preferably in Gantt chart format.  The schedule shall indicate the planned start and stop point for each phase with top level subordinate tasks, estimated delivery dates, and completion dates.  Indicate the total project POP in months using January 2nd as a notional start date through the completion date.
3.6.4.5. Cost.
Provide the proposed, task-phased budgetary estimate inclusive of any proposed options.  At a minimum, this estimate shall detail estimated labor hours and costs, anticipated material costs, product and deliverable costs (see section 2 General Information, “Product and Deliverable Requirements” in this document) and other costs (e.g., subcontracts, indirect rates, fee rate) for each phase/task.  Costs allocated to other organizations (e.g., Government testing) shall be clearly shown; or if none, so state.  Changes in cost greater than 10 percent from those proposed in the prior submission shall be explained.
3.6.4.6. Intellectual Property, Technical Data, and Software.

Disclose/discuss all intellectual property, technical data, and/or software rights that are intended to be used in connection with this submission.  See section 2 General Information, "Submission Handling/Rights in Technical Data and Computer Software/Patent Rights" in this document. For additional information on this topic, see the DOD Intellectual Property Guide, available for download on the Technology Transition web page at www.cttso.gov and DFARS 252.227-7013 and DFARS 252.227-7014.
3.6.4.6.1. Patents and Patent Applications.

Identify any existing, applied for, or pending patents that will be used in the conduct of this effort.  Provide patent number with date of issue and title or patent application number with filing date and title.  Any patent or patent application that resulted from prior government funding should be identified.  If no patents or patent applications are relevant, so state. See section 2 General Information, "Submission Handling/Rights in Technical Data and Computer Software/Patent Rights" in this document.

3.6.4.6.2. Rights in Technical Data and Software.
Identify any technical data and/or computer software that will be delivered with less than unlimited rights as prescribed in DFARS 252.227-7013 and DFARS 252.227-7014.  If unlimited rights in technical data are proposed, so state.  See section 2 General Information, "Submission Handling/Rights in Technical Data and Computer Software/Patent Rights" in this document.
3.6.4.7. Transition from Prototype to Production.
Describe the overall strategy to transition the results of this development effort to production once the funded effort is concluded.  Briefly describe the overall strategy for transition, potential partners, transition issues to include any obvious regulatory, liability, interoperability, or financing issues.  Discuss the interaction with representative users and the concept for test and evaluation by those users and follow on support of a product resulting from this effort.
3.6.4.8. Organizational Capability Statement.

Describe the offeror’s capability and/or experience in doing this type of work.  Identify technical team members or principal investigators and associated expertise.  If applicable, include a description of co-participants’ capabilities and/or experience.  State whether an agreement has been reached (or not) with the co-participants.  The offeror is only required to submit past performance information in response to a request for Full Proposal.
3.6.5. Phase 2 Notifications to Offeror.

The Government will notify the offeror when a submission has been accepted or rejected.  Notification of acceptance with a request to submit the next phase document will be e-mailed to the offeror’s contracting authority as entered in the BIDS registration and will indicate the next submission type, clarification requests, and due date and time.  Likewise, rejection notifications will be e-mailed to the address provided in the BIDS registration.  Debriefings for White Papers will not be conducted due to the nature of BAAs.  In general, submissions are not considered for further review when they do not meet the basic requirement, are too costly, do not fit the mission, or funding is not expected. All White Papers are evaluated in accordance with Section 4, Proposal Evaluation, of this BAA.
3.6.6. Phase 2 Status and Inquiries.

Phase 2 is complete when all submissions have been accepted or rejected in accordance with this BAA.  Inquiries by phone concerning the status of White Papers will not be accepted.  After login to the BIDS website, submitters are able to check the status of their submission(s) under Check My Current Proposals.
3.7. Phase 3 Full Proposal Submissions.
Offerors shall prepare and upload a Full Proposal, consisting of a Technical Proposal and a  Cost Proposal, plus a cover page, in response to Phase 3 of this BAA.  All pages shall be 8 ½ by 11 inches, double-spaced with fonts no smaller than 10 point; all margins shall be one inch.  Each page of the submission shall contain the document identifier in the document header.  The Technical Proposal must be no more than 50 pages including tables, charts, and figures.  If the document contains more than 50 pages, only the first 50 pages will be evaluated.  All paragraphs containing proprietary information must be clearly marked.  The Cost Proposal has no page limit however, unnecessarily elaborate or information beyond those sufficient to present a complete and effective response are not desired.
Disclaimer - To minimize the cost and effort for submitters, Phase 3, Full Proposals, will only be requested for qualifying solutions that have a high probability of award; however, the Government reserves the right to cancel requirements, or any request for proposals for this solicitation, at any time prior to award and shall not be liable for any cost of proposal preparation or submission.
3.7.1. Phase 3 Due Date and Time.

All unclassified Full Proposals must be received electronically through BIDS no later than the due date and time specified in the acceptance e-mail.  Likewise, classified submissions must be received by the due date and time. Offerors must create a placeholder record in BIDS with an unclassified cover page attachment.  Refer to the “Special Handling Procedures for Classified Information” in this document for instructions on classified submissions.  BIDS does not allow proposals to be uploaded or classified placeholders to be created after the due date and time.  Any proposal, regardless of classification, submitted by any other means, or that is late will not be considered by the Government.

3.7.2. Electronic File Format.

The Full Proposal shall be submitted in Microsoft Office (Word or PowerPoint), or Adobe Acrobat (PDF – portable document format).  The cost proposal may be submitted in Microsoft Office (Excel) format.  ZIP files and other application formats are not acceptable.  The document must be print-capable, without password, and no larger than 1 Mb.  Filenames must contain the appropriate filename extension (.doc/.docx, .ppt/.pptx, .xls/.xlsx, or .pdf).  Filenames cannot contain spaces or special characters.  Apple/Macintosh users must ensure the entire filename and path are free of spaces and special characters.  Submissions that cannot be opened, viewed, or printed will not be considered.

3.7.3. Phase 3 Document Upload.

To upload a next phase document, locate and open the accepted record in BIDS and select Create Next Submission.
3.7.4. Full Proposal Components.

Full Proposals shall consist of two major sections described in this document, and can be uploaded to BIDS in two separate files each limited to 1 Mb each.  The first section is the Technical Proposal and shall include all information related to the proposal as specified in this BAA including figures, charts, and tables plus the cover page.  The second section is the Cost Proposal to include all cost data as well as an explanation of changes in cost greater than 10 percent from those proposed in the prior submission. Additionally, the offeror will include a cover page as follows:
A cover page template is provided at the BIDS website under Downloads, Reference Documents, and Document Format.  The cover page includes necessary contractual information including the offeror’s contracting POC (name, telephone number, e-mail address, facsimile number, mailing address) and business information (DUNS number, CAGE code, business type).  Include the proposed contract type, total cost, and the duration of all phases/tasks.

3.7.5. Technical Proposal Content.

The Technical Proposal shall provide a technically detailed solution of the problem addressed in the requirement and fully expand the technology proposed in the prior submissions.  The following sections and associated data are required.  The offeror shall incorporate all clarification data requests in the Phase 2 acceptance e-mail.  Indicate clarification entries by footnote and reference the requested item(s) in the footer area.
3.7.5.1. Reserved.
3.7.5.2. Abstract.
The abstract is a one page (or less) synopsis of the proposal that includes the title and the basic approach to satisfy the requirement.  Describe the overall scope of work to be performed for the entire POP inclusive of options.  The abstract shall stand-alone and be suitable for release under the Freedom of Information Act, 5 U.S.C. 552, as amended.

3.7.5.3. Executive Summary.
An executive summary is a concise description of the technology and solution being proposed.  Include key information that demonstrates how the proposed solution meets the published requirement.  The executive summary should not introduce any new information not covered in the subsequent content.
3.7.5.4. Technical Approach.
Describe the technical approach for the proposed solution to meet the requirement.  Include technical details of the solution and fully expand the technology proposed in the prior phase submission.  Include the methodology, underlying theory, system components, and operational scenario for the intended users.  Include drawings, diagrams, charts, and tables needed to explain the effort.  Describe relevant prior application of the proposed technology and/or solution, how it is being used, and by whom.  Identify sponsoring agency and funding resources; or if none, so state. If subcontractors are proposed, include a detailed description of the effort that they will be performing in support of or in addition to the prime.
3.7.5.5. Project Plan.
The project plan shall be organized by phase and describe the work to be performed along with all associated requirements to successfully complete the proposed effort.  Include a summary of the individual phases to follow.
3.7.5.5.1. Phases.
Phases shall be defined by the subset of tasks to be performed, phase objectives to be accomplished, and the required POP to completion.  Phases shall be listed in order of occurrence.  Identify phases that are optional.  Each phase must contain clear exit criteria that is measurable evidence of completion and serves as a “go” or “no-go” decision point.  Each phase shall include a total cost.
3.7.5.5.2. Tasks within a Phase. 

For each task, provide a detailed description of the work to be performed.  Identify any work that will be performed by other organizations or agencies; or if none, so state.  Indicate if an agreement is in place for the resources.
3.7.5.5.3. Products and Deliverables.

Identify all deliverables - products as well as documentation and reports - for each Task/Phase.  Refer to section 2.6 of this document “Product and Deliverable Requirements” for the minimum report requirements, and additional products and deliverables in performance of the effort proposed.
3.7.5.6. Master Schedule.
Develop a master project schedule that includes phase start and stop dates as well as major milestones, critical tasks, and report and product delivery dates.  Assume a start date of 02 January 2012.  Indicate any optional phases.

3.7.5.7. Government Furnished Equipment.

Reasonably identify all Government furnished equipment, materials, facilities, or information with the need date and suggested source at the time of proposal submission. GFE includes, but is not limited to: Government email accounts, SIPRNET access, Common Access Cards (CACs), and/or space at a CTTSO facility (either permanent residence, temporary residence, or testing). Upon identifying GFE, if an offeror’s proposal is selected for contract award, the proposed GFE will be identified in the resulting contract. Failure to adequately identify necessary GFE may result in contract termination do to the offeror’s inability to perform under this competitive source selection.  If Government equipment, materials, facilities, or information are not required, so state.
3.7.5.8. Project Risks and Mitigation.
Identify anticipated technical and management risks along with planned mitigation efforts.  Indicate the risk assessment as high, medium, or low.

3.7.5.9. Organizational Capability Statement.

Include a brief description of the offeror’s organization.  Describe the offeror’s capability and/or experience in doing the type of work being proposed.  If applicable, include a description of co-participants’ capabilities and/or experience.  State whether an agreement has been reached with the co-participants.  Provide at least three references, to include points of contact, for like or similar work.

3.7.5.10. Organizational Resources.

Identify key technical personnel and principal investigator(s) including alternates and co-participants, if applicable.  Include a brief biography, relevant expertise, and a list of recent publications for each.  Identify any team members with potential conflicts of interest.  Possible conflicts of interest include personnel formerly employed by the federal Government within the past two years from the date of proposal submission.  Provide name, duties, employing agency, and dates of employment; or if none, so state.
3.7.5.11. Intellectual Property, Technical Data and Software.

All anticipated intellectual property, technical data or software rights shall be disclosed.  See section 2 General Information, “Submission Handling/Rights in Technical Data and Computer Software/Patent Rights” in this document.
3.7.5.11.1. Patents and Patent Applications.
Identify any existing, applied for, or pending patents that will be used in the conduct of this effort.  Provide Patent number or application number and title.  Any patent that resulted from prior government funding should be identified.  State if no patents or patent applications are relevant.
3.7.5.11.2. Rights in Technical Data.
Identify any technical data and/or computer software that will be delivered with less than unlimited rights as prescribed in DFARS 252.227-7013 and DFARS 252.227-7014.  State if unlimited rights in technical data are proposed.
3.7.5.12. Transition from Prototype to Production. 

Describe the approach and issues related to transition or commercialization of the results of this effort to an operationally suitable and affordable product for the intended users to include the following.  The cost to prepare the Transition Plan should be included in the proposed costs. The cost to prepare the Transition Plan should be detailed in accordance with BAA Section 3.7.6.1. Additional information regarding the Technology Transition Guidance can be found at the CTTSO website (click for link).
NOTE – If the specific requirement will not reasonably result in a prototype (e.g., study, service requirement) so state “Not Applicable to this Requirement” and justify why.
3.7.5.12.1. Transition Strategy.
Provide the overall strategy for transition to production (licensing, partnering, or venturing) along with the associated timelines for actions associated with the transition.  Describe the roles of current development partners, subcontractors, or other organizations that will be leveraged.  If the offeror is not a commercial entity, indicate if a commercial partner has been identified.  Discuss barriers to commercialization, such as anticipated regulatory issues (such as environmental, safety, health, and transportation), liability issues, interoperability, and financing, and planned steps to address these barriers.
3.7.5.12.2. Transition Approach.
Describe the type and level of effort envisioned to take the technology from its state at the end of the development effort to a production ready, affordable, operationally suitable product (such as size and/or weight reduction, packaging, environmental hardening, integration, additional test and certification).  Provide an estimate of any costs to transition the prototype to low rate initial production.  Provide the estimated production unit price for the end users.
3.7.5.12.3. Test and Evaluation.
Describe the plan to involve representative users during the design and development process and the general plan for test and evaluation by representative end users. If the phases of performance include representative user test and evaluation: (1) ensure coordination of user participation is thoroughly discussed in the technical approach; and (2) state “Representative User Participation will occur during contract performance.”
3.7.5.12.4. Operational Support.
Describe the estimated level of training needed to prepare users to utilize the product in an operational environment.  Discuss the anticipated support concept such as level(s) of repair, spare parts, warranties, operation and maintenance technical manuals, simulators, and other logistics considerations.
3.7.5.13. Human Subjects and Animal Testing.
The proposal shall provide a statement regarding the anticipated use of human subjects or animals in testing; or if none, so state.  If yes, procedures for complying with all laws and regulations governing the use of animals or human subjects in research projects shall be included in the technical proposal.  See section 2.9, “Animal or Human Testing Compliance” in this document for details.
3.7.5.14. Environmental Impact.

The proposal shall provide a statement regarding the impact of the work proposed on the environment.  State if no impact exists.
3.7.5.15. Classification and Security.

If the offeror is proposing to perform research in a classified area, indicate the level of classification of the research and the level of clearance of the potential principal investigator and all proposed personnel.  The contractor shall include facility clearance information.  Also, the contractor shall indicate the Government agency that issued the clearances.  State if the proposed effort is unclassified.
3.7.5.16. Subcontracting Plan.

If the total amount of the proposal exceeds $650,000 and the offeror is not a small business, the offeror shall submit a subcontracting plan for small business and small socially and economically disadvantaged business concerns.  A mutually agreeable plan will be included in and made a part of the resultant contract.  The contract cannot be executed unless the contracting officer determines that the plan provides the maximum practicable opportunity for small business and small disadvantaged business concerns to participate in the performance of the contract.  The Subcontracting Plan/information is excluded from page count.  The DoD goal for awarding subcontracts to Small Disadvantage Businesses is 5%.
3.7.6. Cost Proposal.
The offeror and each significant subcontractor, if any, shall prepare and submit cost or pricing data, and supporting attachments in accordance with Table 15-2 of FAR 15.408.  All spreadsheet formulas will be accessible.  As soon as practicable after agreement on price, but before contract award, the offeror shall submit a Certificate of Current Cost or Pricing Data as prescribed by FAR 15.406-2 for cost type contracts exceeding $700,000. 
[NOTE: To determine the reasonableness of the cost proposal, the Government may request additional supporting documentation for proposed costs.]

3.7.6.1. Cost Summary Section.

Provide a narrative discussing/substantiating elements of the cost proposal. Provide a separate summary of the total cost for each phase and for the total of the entire effort proposed.  Indicate optional phases.  Explain changes in cost greater than 10 percent from those proposed in the previous submission. The Cost Summary may be submitted in Microsoft Office Word or PDF with Font no smaller than 10 point.
3.7.6.1.1. Other Funding Sources.

The proposal shall provide the names of other federal, state, or local agencies, or other parties receiving the proposal and/or funding or potentially funding the proposed effort.  State if no other funding sources or parties are involved.
Additional information/documents to be included in the Cost Summary:

· Business/Cost Checklist. The offeror shall complete and include a copy of the Business/Cost Checklist found at the BIDS website under Downloads, Reference Documents, Required Cost Proposal Documents). Information and documents required in the Business/Cost Checklist shall be included in this proposal;

· Terms & Conditions. The offeror shall identify any anticipated/proposed contract terms and conditions in the proposal summary;

· Proposal Validity. The proposal shall remain valid for a period of no less than 180 days from submission;

· Forward Pricing Rate Agreement. If the offeror has an applicable rate agreement with DCAA (or another Federal Agency, e.g., HHS), please include a copy of the agreement and provide a point of contact to your cognizant DCAA office. If the offeror has not previously been audited by DCAA, the procuring office may request an audit to verify the proposal labor direct and indirect rates. This applies to both prime contractors and subcontractors;

· ACH Form. The offeror will submit a completed ACH Form. (Found at the BIDS website under Downloads, Reference Documents, Required Cost Proposal Documents.);

· VETS 100. The offeror will submit the most recent VETS 100 certificate; and

· Subcontracting Plan. If the offeror is a large business or other applicable entity operating in the United States, the offeror shall submit a Small Business Subcontracting Plan; and
· Past Performance. The offeror shall provide information on previous Federal government prime or sub contracts featuring endeavors relevant (i.e., within the past three years and of similar size and complexity) to the specific requirement.
3.7.6.2. Detailed Cost Estimate.
Provide, in table format, a detailed cost breakdown by phase, of all items identified in the technical portion of the proposal for the following cost elements.  Include all options.  Submission of Detailed Cost Estimate spreadsheets and tables shall be in Microsoft Office (Excel) format with Font no smaller than 10 point.
3.7.6.2.1. Direct Labor Costs.
Detail the direct labor cost estimate by showing the breakdown of labor hours, rates, cost for each category, and furnish the basis for the estimates.
· Labor Category. Include a detailed description of the category.

· Labor Hours. Include a Basis of Estimate for the proposed hours. Detail hours to be worked by each labor category proposed per each task, per each fiscal year and cumulatively.
· Labor Rates. Rates shall be in accordance with established rate agreements. If no rate agreement exists, use payroll data with actual rates to substantiate the proposed rates. If fully loaded rates are proposed, the offeror shall identify the base rate and build up. 

· Escalation. Identify the escalation rate, how the rate is applied, and provide justification for the rate used.

3.7.6.2.2. Indirect Costs.
Indicate how the offeror has computed and applied offeror’s indirect costs (e.g., overhead, G&A, material burden).  Indicate the rates used and provide an appropriate explanation.

3.7.6.2.3. Other Direct Costs.
Identify all other costs directly attributable to the effort and not included in other sections (e.g., special tooling, travel, computer and consultant services, preservation, packaging and packing, spoilage and rework) and provide the basis for pricing.
· Travel. The basis for travel estimates will include trip purpose, departure site and destination, number of persons traveling, number of days, ground transportation requirements, and detailed costs for airfare, hotel, rental cars, and per diem allowances per Federal Travel Regulations (FTR)).
3.7.6.2.4. Materials and Subcontractors.
· Materials. Submit a detailed Bill of Materials identifying each discrete material component. Backup documentation must be submitted to explain the basis of estimate for at least 80% of the total material cost proposed. Backup documentation may include: actual production costs, catalog listings, supplier quotes, actual invoices, or other documentation from a third-party source which verifies the proposed price.
· Consultants. If any consultants are to be used, the offeror shall submit consultant quotes for hourly rates, estimated number of hours required, and justification.

· Subcontractors. If any subcontractors are to be used, the offeror shall submit complete subcontractor quotes or proposals as part of the proposal. Subcontractor proposals will be evaluated along with the prime’s proposal, and they are expected to contain the same level of detail as a prime proposal. Subcontractors providing commercial items may submit a commercial quote instead of a detailed proposal. [NOTE: in order to protect proprietary data, subcontractors may submit their detailed cost proposals directly to the Contracting Officer instead of submitting to the prime contractor. If this occurs, the prime is responsible for ensuring subcontractor’s submission is timely and is completed in accordance with these instructions.
3.7.6.2.5. Government Furnished or Contractor Acquired Equipment.
Identify the external property or materials required to perform the task in the summary.  Separate items to be acquired with contract funds and those to be furnished by the Government.  Reasonably provide the description or title and estimated unit and total costs of each item (i.e., manufacturer, catalog price, or previous purchase price).  When such information on individual items is not available, the items should be grouped by class and estimated values indicated.  In addition, the offeror shall include a statement of the extent to which the offeror is willing to acquire the items.  NOTE: The FAR generally prohibits providing an industrial contractor with facilities (including plant equipment and real property) with a unit acquisition cost of less than $10,000.

3.7.6.2.6. Fee.
Include the fee proposed for this effort.  State if no fee is proposed. Include a discussion, in the summary, of risk, technical difficulty, need for management/oversight, exceptional circumstances, etc.
3.7.6.2.7. Competitive Methods.
For those acquisitions (e.g., subcontract, purchase orders, material orders) over $150,000 priced on a competitive basis, also provide data showing degree of competition and the basis for establishing the source and reasonableness of price.  For inter-organizational transfers priced at other than cost of the comparable competitive commercial work of the division, subsidiary, or affiliate of the contractor, explain the pricing method (See FAR 31.205-26(e)).

3.7.6.2.8. Established Catalog or Market Prices/Prices Set By Law or Regulation.

When an exemption from the requirement to submit cost or pricing data is claimed, whether the item was produced by others or by the offeror, provide justification for the exemption.

3.7.6.2.9. Royalties.
If more than $250 provide the following information on a separate page for each separate royalty or license fee:

· Name and Address of Licensor

· Date of the License Agreement (See Note 1 below.)
· Patent numbers, Patent Application Serial Numbers, or other basis on which the royalty is payable

· Brief description (including any part or model numbers of each contract item or component on which the royalty is payable) 

· Percentage or dollar rate of royalty per unit 

· Unit price of contract item 

· Number of units 

· Total dollar amount of royalties
Note 1: A copy of the current license agreement and identification of applicable claims of specific patents shall be provided upon request by the contracting officer.   See FAR 27.204 and FAR 31.205.37.
3.7.6.2.10. Facilities Capital Cost of Money.
When the offeror elects to claim facilities capital cost of money as an allowable cost, the offeror must submit Form CASB-CMF and show the calculation of the proposed amount.  See FAR 31.205-10.
3.7.7. Phase 3 Notifications to Offerors.

Notification of acceptance or rejection of a Phase 3 submission will be sent via e-mail to the offeror’s principal contact as entered in the BIDS registration. Acceptance of a Full Proposal does not guarantee a contract will be awarded. If the Government does not accept the Phase 3 proposal, the offeror may request a formal pre-award debriefing in accordance with FAR 15.5.
3.7.8. Phase 3 Notifications to Offerors.

             Offerors are encouraged to see resolution within the agency before filing a protest. Offerors who 
             choose to submit any protest, must do so directly to the CTTSO Contracting Officer.  All such 

             protests will be resolved promptly in accordance with FAR 33.103. Should the offeror choose to 

             submit a protest to the GAO, the Offeror must clearly label protests to GAO as such and submit 

             only to the CTTSO Contracting Officer who will then transmit to the protest to GAO.  The 

             Government will deem receipt of the protest by the Contracting Officer as constituting receipt by 

             the GAO for purposes of determining timeliness.   Addresses for receipt confirmation can be 

             requested via the BIDS help function.
3.7.9. Phase 3 Status and Inquiries.

Phase 3 is complete when the Government concludes technical evaluations of all submissions and awards any contracts considered under this BAA.  Inquiries by phone concerning the status of Full Proposals will not be accepted.  After login to the BIDS website, submitters are able to check the status of any submission under Check My Current Proposals.
3.8.  Clarification Requests.
Should the offeror be asked to submit clarifications to a Phase 2 White Paper or a Phase 3 Full Proposal,   the BIDS e-mail from the Contracting Officer will contain instructions on the specific request and associated requirements.  BIDS will use CL (Clarification) instead of WP (White Paper), or FP (Full Proposal) as the Document Identifier designation (e.g., CL CB-1112-ABCORP–xxxx-CL; where xxxx-CL is the SIT entered by the submitter).  The request will contain the due date and time and can be less than the standard 30-day response time depending on the nature of the request.
3.9.  Instructions for Offeror “No-bid” and Submission Withdrawal.
From time to time an offeror decides not to submit a subsequent Phase 2 or Phase 3 submission.  If this is the case, the offeror shall indicate in BIDS that they are not providing the subsequent submission.  The offeror shall follow the steps identified in BIDS to upload a submission and attach a document to indicate the withdrawal of the previous submission(s) and the intent to not participate in further submissions.  If possible, the Document Identifier should reflect the submission status (e.g., CB-1112-ABCORP–xxxx-WD or xxxx-NoBid).  To withdraw a submission after the due date and time, notify the contracting officer at the BAA e-mail address.
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4.  PROPOSAL EVALUATION.
This section describes the criteria that will be used to evaluate each submission.  The phase of the submission will determine the extent that each criterion applies based on the information requirements described in Section 3.  Criteria are not weighted, and submissions are not ranked.

4.1. Evaluation Criteria.

The criteria used to evaluate and select proposals for projects are described as follows.  Each proposal will be evaluated on its own merit and relevance to the program requirements rather than against other proposals in the same general research area.

4.1.1. Basic Requirement.

The proposed solution must meet the letter and intent of the stated requirement; all elements within the proposal must exhibit a comprehensive understanding of the problem and the requirements of intended end users.  The proposed solution must meet multiple user (U.S. Government or commercial) needs and be fully compliant with all elements of the solicitation including format, content, and structure as well as all BAA instructions.

4.1.2. Technical Performance.

The proposed technical approach must be feasible, achievable, complete, and supported by a proposed technical team that has the expertise and experience to accomplish the proposed tasks. Task descriptions and associated technical elements are to be complete and in a logical sequence.  All proposed deliverables must clearly define a final product that meets the requirement and can be expected as a result of the award.  The proposal must identify and clearly define technical risks and planned mitigation efforts.  Those risks and the associated mitigation must be defined, feasible and reasonable.  The roles of the prime and other participants required must be clearly distinguished and precoordination with all participants (including Government facilities) fully documented.  The requirement for and the anticipated use or integration of Government Furnished Equipment/Information (GFE/GFI) including all equipment, facilities, and information, must be fully described including dates when such GFE/GFI will be required.  Intellectual property ownership and the planned transition to production must be adequately addressed, including a support concept for the product described.  Similar efforts completed by the offeror in this area must be fully described including identification of other Government sponsors.

4.1.3. Cost.

The proposed costs must be both reasonable for the work proposed and achievable.  The proposal must document all anticipated costs including those of associate, participating organizations.  The proposal must demonstrate that the offeror has fully analyzed budget requirements and addressed resulting cost risks.  The proposal must indicate all cost-sharing and leveraging opportunities explored and identified and the intellectual property expectations associated with that cost-sharing.  Other sponsors who have funded or are funding this offeror for the same or similar efforts must be identified by agency, program manager name, phone number and e-mail address.
4.1.4. Schedule.

The proposed schedule must be reasonable, achievable, and complete.  The proposal must indicate that the offeror has fully analyzed the project’s critical path and has addressed the resulting schedule risks.

4.1.5. Contractor Past Performance.

Past performance is a risk assessment based upon the probability of successfully performing the requirement. The offeror’s past performance in similar efforts must clearly demonstrate an ability to deliver products that meet the proposed technical performance requirements within the proposed budget and schedule.  The proposed project team must have demonstrated expertise to manage the cost, schedule and technical aspects of the project. The Government’s evaluation, at all phases of the BAA, of past performance will rely on evidence provided directly by offerors as well as independent sources of information. If applicable, the offeror shall state if it has no relevant past performance.  
5.  TECHNOLOGY DEVELOPMENT REQUIREMENTS AND OBJECTIVES.

This section provides the requirement descriptions and overall technical objectives.  CTTSO is interested in submissions in the following mission areas of combating terrorism (CbT).  The intent of this BAA is to identify technologies and approaches that provide near-, mid-, and long-term solutions that enhance the capabilities of the U.S. Government to combat or mitigate terrorism.  The main objective is to provide rapid prototype development focused on current and future critical multi-agency counterterrorism and antiterrorism requirements.  The level of detail and order of appearance for a given requirement are not intended to convey any information regarding relative priority.
5.1. Advanced Analytic Capabilities (AAC)
R3678 Critical Thinking Tool 

Assess, refine, and operationalize an existing Critical Thinking Tool that will support the application of evidence-based reasoning to intelligence questions and capture analytic problem-solving approaches. This project will radically simplify and streamline the user interface of an existing Critical Thinking Tool (i.e. TIACRITIS or similar program) so that the tool can be easily mastered and applied by non-technical analysts. 

The Critical Thinking Tool Development project shall deliver the following interrelated capabilities at a minimum: 

A Web-based analytic tool that supports problem solving and knowledge capture based on principles of evidence-based reasoning within a collaborative environment and meets baseline requirements for transition onto classified operational networks. 

A standalone application for field deployment for operational purposes with encrypted laptops and/or handheld devices. 

A training aid to provide hands-on instruction to teach knowledge and the critical thinking skills necessary to perform evidence-based reasoning that can be tailored to meet the needs of individual instructors and curriculum. 

A knowledge repository that captures analytic expertise and thought processes in addressing specific analytic problems that can assist other analysts in solving similar problems and serve as case studies for training purposes. The intent is not to reinvent what has already been done but to recode/reconfigure an existing system and transform it into a more user-friendly tool. 

R3679 Realistic Decision Models 

Develop a program that will inform commander/executive decision making in both real-world and exercise scenarios within the joint, interagency, intergovernmental, and multinational organizations (JIIM) environment. The program will generate likely adversary, neutral, and friendly courses of action by bringing into play all data available about the respective actor(s) from a political, military, economic, social, information, and infrastructure (PMESII) framework. At a minimum, the program will:

Support model controllers;

Be scalable enough to enhance and inform the course of action analysis process at either the strategic, operational, or tactical level (not necessarily each simultaneously);

Enable data mining from structured and unstructured sources of both classified and unclassified/open-source information;

Forecast first, second, and third order political, military, economic, social information and infrastructure (PMESII) trends (for up to three years);

Generate threat and noncombatant courses of action and reactions; and

Detect and flag situations in which user defined response thresholds are/will be exceeded. 

Data (up to SECRET level classification) shall be provided by the government. The model shall operate at up to SECRET level of classification, shall interface with the end users’ enterprise software solutions, and shall satisfy the following requirement: 

Interoperate with or ingest data from existing end user advanced analytic platforms such as Palantir (http://www.businessweek. com/magazine/palantir-the-vanguard-of-cyberterror-security-11222011.html) and/or DCGS (http://www. globalsecurity.org/intell/systems/dcgs.htm), social/cultural course of action PMESII models such as U.S. Army Training and Doctrine Command’s Athena, and model controllers such as XBM (http://www.scs.gmu. edu/~dduong/IDFW20Group17Report.pdf). 

The final product shall be a software application that shall seamlessly integrate into the existing architecture. It shall provide the decision maker and his or her staff real time insight into actors’ behavior, shall provide flagging on selected actions, and shall forecast the effects on associated environments. 

R3680 Connection Technology Analysis 

Develop a connection technology analytics platform capable of using customized persistent entity searches to crawl large data sets – principally derived from social media – and identify key indicators and warnings of impending or unfolding global crises and trends. The objective is to field an automated solution to convert analytically rigorous processes into persistent entity searches. End-state is the generation of key indicators and warnings that can be easily cross-referenced with existing channels of information to confirm conditions and cue response forces. The desired solution shall seamlessly interface with the end user enterprise software solutions. The platform shall be able to reside at all United States government (USG) classification levels (USG NIPR, SIPR, and JWICS networks) in a phased approach starting on the USG NIPR network. The platform shall allow operators to create an unlimited number of persistently running entity searches with minimal user interface and instruction. The platform shall be “data agnostic” in sourcing social media input and disseminating conclusions. The system shall be able to consume and address data derived from blogs, social networks, wikis, message boards, image and video sharing sites, and news sources. Data will be a combination of vendor and government information provided from open sources. The vendor shall be capable of immediately operating with information at the SECRET level and have a facility clearance and cleared personnel in support of this effort to at least the SECRET level at the onset of the program.  Should it be deemed essential, Government support for a US Government terminal within a pre-approved space can be coordinated.

R000 Advanced Analytic Capabilities FY13 Unspecified Requirement

Develop new or improved technologies or emerging technological capabilities pertaining to Advanced Analytics that may be of interest to the CTTSO but were not specifically requested in this BAA and are not commercially available. Future interests shall be timely, relevant, and further combating terrorism.

The government seeks concepts pertaining to two focus areas:

Advanced analytic platforms, tools, and training for integrated solutions that fuse a variety of data sources, tools, and models (including socio-cultural dynamic models) into advanced counterinsurgency and domestic combating terrorism analytical systems useable by interagency and coalition operational communities at the strategic, operational, and tactical levels. This can include near real-time integrated analytical and knowledge management systems that utilize a variety of sensors, devices, and architectures that address a variety of threats and scenarios.

Cyber-defense applications to support sustained operations by deployed elements and industrial control systems through enhanced layered defensive capabilities by anticipating and avoiding threats through understanding the cyber situation, anticipating adversarial actions, assessing potential impacts, and by implementing new broad spectrum defensive methodologies.

Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. Submissions against a particular subgroup's unspecified requirement shall be relevant to that subgroup’s mission. The CTTSO does not budget for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds will be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not be able to make any awards against the unspecified requirements.

5.2. Chemical, Biological, Radiological, and Nuclear Countermeasures (CBRNC)

R3674 Expeditionary Shelters and Energy Efficient Technologies 

Develop new or improved technologies, or advance to fieldable prototype, emerging technological capabilities pertaining to expeditionary shelters’ (rigid and soft wall) heating and lighting systems for deployed military forces. Advanced capabilities beyond those currently available from government or commercial production are sought. 

The government seeks concepts, laboratory prototypes, or advanced development of shelter and collective protection technologies pertaining to observation and detection (camouflage), environments/energy efficiency (shelters, composites, liners, lights, heaters), and combat hazards. Shelters and materials shall be Berry Amendment compliant. Areas of particular interest include: 

Energy efficient technologies that reduce the logistical footprint and provide lighter weight, modular shelter systems and ancillary equipment for all combat missions;

Novel shelter materials/liners for camouflage across all spectral bands and CBR applications; 

Improved protection performance per pound of material for soft and rigid wall shelters to reduce shelter weight and transport burden with no more than a 10 percent increase in cost over current shelter systems; 

Advanced lightweight reliable environmental control equipment; and 

Renewable/alternative energy/alternative fuel-powered shelter support equipment. 

Proposed solutions shall pertain to one or more of the above areas of interest.

R3676 Effectiveness of Brushing for Decontaminating Personal Protective Equipment (PPE) and Other Important Surfaces 

Decontamination of surfaces is often limited by effective mixing of decontamination solutions with the contaminant. Brushing is one method of increasing mixing effectiveness and is perhaps one of the few low-tech decontamination options available to all intended users. Its effectiveness, however, for various combinations of contaminants and surfaces has not been conclusively and scientifically investigated. Previous studies, while introducing clever experimental concepts, have been limited by their experimental design and/or execution, which has limited the interpretation of the results in the value of brushing. This requirement will involve the following: 

Investigate brushing to increase effectiveness of decontamination/physical removal for high priority surface/agent combinations. 

Evaluate three personal protective equipment surfaces and three urban construction material surfaces, primarily porous, such as concrete and brick. Coupons for each surface studied shall be at least 1 foot by 1 foot in size. 

Select and verify that low toxicity surrogates behave similarly to actual threat materials, particularly for the chemical surrogates. 

The study design shall utilize reproducible and realistic field-brushing techniques that are sufficient to statistically differentiate between cases that are different. The goal for relative standard deviation shall be less than 5 percent for polished steel or glass surfaces.

Produce an optimized brushing strategy specific to agent/surface combinations compared to application of the decontaminant without brushing. 

An optional task shall be included for the development of a training support package (TSP) including instructional materials and hands-on training. The TSP shall also include – 

at a minimum – interactive presentations, instructor notes, instructional techniques, supporting material, videos, references, student handouts, student assessments, quizzes, a final exam, etc. Other materials shall include a suitable training simulant, simulant application procedures, decontamination strategies, and a means to assess decontamination effectiveness. 

A second optional task shall include the demonstration of the optimized strategy with one military response team, one civilian response team such as a fire department-based HazMat team, and one novice team such as public utility workers. 

R3677 Next Generation CB Glove 

Develop a next generation CB glove that provides NFPA 1994, Class 3 (http://www.nfpa.org/aboutthecodes/ AboutTheCodes.asp?DocNum=1994&cookie%5Fte st=1) protection providing greater tactility, durability, dexterity, and comfort over the traditional butyl gloves. The glove shall provide extended mission tailored percutaneous protection from exposure to the harmful effects of all traditional CB warfare agents and the toxic industrial chemicals listed in NFPA 1994 and be capable of integrating with a variety of protective ensembles. The glove design shall not interfere with the performance of routine and emergency mission duties. The material solution shall be capable of operating in temperature and humidity extremes and be capable of withstanding salt spray, seawater, rain, sand, dust, sweat, oil, and other contaminants. The design shall include sizes to support the 95th percentile of both male and female operational populations. 

Single or multiple component glove system solutions are sought. The focus should be on providing up to 24 hours of protection post exposure and balancing that with moisture and thermal management to increase user comfort.

The storage life of the component shall be a minimum of ten years when stored according to manufacturers’ requirements (desired storage conditions: 55-95 degrees Fahrenheit, 20-99 percent relative humidity, and no exposure to direct sunlight). The component shall be reusable when not contaminated and pass a simple leak check to verify it is free of punctures. The glove shall be launderable for multiple cycles to support continued operations. The glove shall be disposed of after a single contamination event. 

R3684 Quality Control Materials and Procedures for Field Gas Chromatography Mass Spectrometry 

Field portable gas chromatography mass spectrometry (GCMS) instruments are more widely available and are used by numerous agencies to rapidly address human exposure or environmental contamination questions. Both person-portable and transportable GCMS systems are used, and both types of systems produce mass spectra that are often the basis for identifying unknown or unexpected chemicals present in a sample. Quality control (QC) is vital to reliable data from fieldable and transportable GCMS instruments. A GCMS instrument is a complex system, and potential analyte identification errors may be introduced at several points in the sampling and analysis process. Experts may be familiar with QC in the field, but QC practices are less well known to less experienced users. Safe, easy to implement, and effective QC materials and procedures are needed for use with field-portable GCMS systems (e.g., Smiths-Torion, Hapsite, Shimatzu) to ensure that quantitation and identification of unknown or unexpected chemicals may be completed rapidly, efficiently, and dependably. 

Develop QC materials and procedures: 

To ensure that the quality of qualitative data from field instruments leads to optimal data interpretation (e.g., from commercial libraries and specialty databases such as Know-It-All). 

To ensure that the quality of quantitative data is actionable and “semi-quantitative” at worst.

That are usable by a responder with minimal training. 

That apply to, either through verified simulant or live agent, both chemical warfare agents and toxic industrial chemicals of broad interest. 

That are appropriate for application in both training and realistic operations. 

The QC materials shall: 

Avoid the use of liquids or gases. 

Be introduced by a thermal desorption (TD) apparatus available with commercial GCMS instruments. Very small quantities are required for TD, helping with safety concerns. 

Enable the use of retention indices. 

Have a usable life of materials of at least two years (threshold) and five years (objective) based on appropriate shorter term experiments. Assume that QC materials will be used at the most daily and at the least once per week.

Be suitable and inexpensive to enable response teams to train with them, ensuring that they may be used before their expiration. 

Conduct round-robin testing verification with at least seven laboratories/user organizations to validate procedures and reproducibility. 

The application of procedures and materials shall be demonstrated by at least three response teams (two federal government and one civilian). 

R3688 Next Generation CB Protective Sock/Liner System 

Develop a next generation CB protective sock/liner system that provides NFPA 1994, Class 3 (http://www. nfpa.org/aboutthecodes/AboutTheCodes.asp?DocNum =1994&cookie%5Ftest=1) protection while worn under normal combat footwear. The sock/liner system shall be capable of being worn unobtrusively and provide enhanced comfort compared to current sock/liners such as the Integrated Footwear System. Provide extended mission tailored percutaneous protection from exposure to the harmful effects of all traditional CB warfare agents and the toxic industrial chemicals listed in NFPA 1994 and be capable of integrating with a variety of protective ensembles. The focus should be on providing up to 24 hours of protection post exposure and balancing that with moisture and thermal management to increase user comfort. The sock/liner system design shall not interfere with the performance of routine and emergency mission duties. The material solution shall be capable of operating in temperature and humidity extremes and be capable of withstanding salt spray, seawater, rain, sand, dust, sweat, oil, common over-the-counter foot care medications, and other contaminants. Sizes shall support the 95th percentile of the male and female operational populations. 

The storage life of the component shall be a minimum of two years when stored according to manufacturers’ requirements (desired storage conditions: 55-95 degrees Fahrenheit, 20-99 percent relative humidity, and no exposure to direct sunlight). The component shall be reusable when not contaminated and shall be disposed of after a single contamination event. The sock/liner system shall be launderable for multiple cycles to support continued operations. 

R000 CBRNC FY13 Unspecified Requirement 

Develop new or improved technologies or emerging technological capabilities pertaining to Chemical, Biological, Radiological, and Nuclear Countermeasures (CBRNC) that may be of interest to the CTTSO but were not specifically requested in this BAA and are not commercially available. Future interests shall be timely, relevant, and further worldwide combating terrorism efforts. 

The government seeks concepts in the five CBRNC focus areas: CBRN attribution and forensics, detection, protection, consequence management, and information resources. Areas of particular interest include personal protective equipment, including next generation materials and decision support tools, and methods for chemical and biological material attribution. 

Medical applications (vaccines, pharmaceuticals, clinical diagnostics, and syndromic surveillance systems) will not be considered. These areas and other areas that do not directly relate to CBRN countermeasures will be rejected without consideration or comment. 

Unspecified requirements (R000) are for proposing unique innovations that have not yet been identified by the CTTSO. Submissions against a particular subgroup’s unspecified requirement shall be relevant to that subgroup’s mission. The CTTSO does not budget for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds will be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not be able to make any awards against the unspecified requirements.

5.3. Explosives Detection (ED)
R3686 Multi-Mode Explosive Detector 

Develop a single handheld explosive detector that will quickly, reliably, and safely determine if a substance presented to the detector from a macroscopic sample is an energetic compound or a mixture of explosive precursors. The system operation shall function independent of bulk material color (light or dark) or consistency (paste or powder). The proposed system shall provide determination within one minute and shall have the minimum detection capabilities as similar existing commercial-off-the-shelf (COTS) units (currently, a combination of COTS Raman and Fourier Transform Infrared (FTIR) systems are in use). The system shall detect military and commercial explosives, black powder, and inorganic homemade explosive (HME) threats such as nitrates, chlorates, perchlorates, and permanganates. The system shall be environmentally hardened for operation in severe environmental conditions such as temperature ranges of -20 to 140 degrees Fahrenheit and humidity levels from 20 percent up to 95 percent. The system shall be resistant to moisture and operable in momentary rain, wind, and sandy environments. The system shall operate from battery power (minimum operation time on battery power of 8 hours) or alternating current power worldwide. Batteries shall be hot swappable. The kit(s) shall be no larger than 4 inches by 8 inches by 2 inches in size (to fit in a cargo pocket on the body). Total handheld system weight shall not exceed 7 pounds. Proposals shall state the estimated end unit price. The system has a maximum target price of $60,000. 

R3687 Trace Explosives Detection Colorimetric Fabric 

Develop a low-cost, colorimetric based one-time use fabric for surface sampling and the visual detection, identification, or differentiation of explosives. Initial feasibility will be determined at a minimum on multiple formulations of commercial black powder and C4 military grade explosives. Following demonstration of feasibility against these two threats, the technical approach shall provide a path for expanding the range of materials detected to other military, commercial, and homemade explosives. The fabric shall be durable, inexpensive, have less than a 5 percent rate of false positives, and have a greater than 95 percent detection confidence. The fabric shall detect in less than 5 minutes (threshold) and 1 minute (objective). Fabrics made for specific classes, like military, commercial, or HMEs will be acceptable if one surface material cannot meet all types. Explosives shall be detected at trace levels (less than 200ng on one square centimeter). The components of the fabric shall be nontoxic and noncarcinogenic, capable of being shipped via air, and capable of being stored under conditions with no environmental controls resulting in exposure to extended periods of high temperature (less than 125 degrees Fahrenheit) and freezing conditions and high humidity (up to 100 percent). Articles formed from the material shall have a shelf life of six months (threshold); twelve months (objective). Proposals shall state the estimated end unit price. Articles manufactured from the fabric (such as a glove) shall be less than $1 per pair in large quantities is the target price. 

R3688 Enhanced Explosive Trace Detection Algorithm Development 

Develop new algorithms that increase the specificity and improve the overall utility (sensitivity and selectivity) of commercial Ion Mobility Spectroscopy (IMS) explosive trace detection systems. The developed software shall exploit the various algorithm differences between government, international, and commercial versions of IMS software to optimize overall performance. The developed software shall re-evaluate detection algorithms of commercial off the shelf IMS systems and propose, implement, and demonstrate new criteria for selective response (requires knowledge of ion chemistry), including exploitation of ion adducts peaks, desorption time, drift time, and rise time. The algorithmic software shall be able to continuously monitor background levels or ambient contamination while monitoring reactant ion peaks and request a re-analysis, if necessary, when masking agents are present. The software shall be capable of informing the user that the system is not in a ready state when a purge is required, perform automatic clear down cycles until the background approaches acceptable levels, and provide a final indication that the system has cleared and is ready for use. Applicability of this functionality shall apply across the detection of, but not limited to: explosives, explosive precursors, toxic industrial chemicals, toxic industrial materials, and narcotics. The new software shall be upgradable to adjust to new or added threats to the IMS library of the systems and compatible with Microsoft Windows XP versions up through currently available operating systems. Final testing and verification of the newly developed algorithm improvements and viability will be conducted at the government’s expense, by a neutral 3rd party. Government data sets will be provided if required. The U.S. government will retain all data rights to the new or modified software improvements in accordance with the terms of the BAA.

5.4. Explosive Ordnance Disposal/Low Intensity Conflict (EOD/LIC) Program
R3668 Underwater Explosives Threat Toolbox

Develop a suite of tools that includes appropriate type and size explosives-packable containers for Render Safe Procedures (RSP) against underwater limpets, other mines, and improvised explosive devices (IED) for Navy Explosive Ordnance Disposal (EOD) and Mine Countermeasure (MCM) Forces. Tools must exhibit a high probability of achieving either a low order and/or burn effect or a general disruption effect against live targets underwater without functioning the targets or causing collateral damage to the hull. Individual tools shall be as small as possible (threshold: size less than 100 cubic inches; weight less than one pound, unpacked), and scalable or modular tools should be considered. Tool materials shall be plastic or composite and non-metallic, with the exception of metal disks required for low order and/or burn effects in the low order tools. Full characterization of tools must be conducted against armed, all-up targets underwater, and tools should also be considered for surface applications, if suitable. Tools must be deliverable via EOD diver and adaptable to Unmanned Underwater Vehicle (UUV) or Remotely Operated Vehicle (ROV). Gripper interface with tools is preferred, but a special linkage interface will be considered if it improves UUV/ROV capability on target. Modifications to existing military systems and/or commercial items shall be considered.

R3669 EOD Software Applications for Smartphones

Develop a Smartphone Software Applications (Apps) and distribution system and procedures (known commercially as an App Store) or individual Apps for Joint Service EOD and/or public safety bomb technicians that would provide immediate access to required technical and tactical information and preclude the need to carry paper pocket guides and reference material on site. The application distribution system or individual Apps shall be accessible to all EOD and/or Bomb Squad personnel to view and/or download information as needed and must be compatible with one or more major operating systems of commercially available smart devices (e.g., Android, Apple, Blackberry, etc.). This developed Joint Service EOD distribution system shall adhere to military regulations for distribution of unclassified but limited distribution information. The Apps shall be encrypted (e.g., AES-256) and password-protected or otherwise controlled for limited access to only bomb squad and EOD technicians. A requirements analysis shall be conducted to determine the most feasible and effective method for conversion of existing and future publications and system oversight, including information access, password issuance, and periodic updates of publications.

5.5. Improvided Device Defeat (IDD)
R3664 Robotically Deployed 3-D Scanner for Vehicle-Borne Improvised Explosive Device (VBIED) Content Mapping Tool

Develop a tool able to be remotely inserted into a 4-inch hole made in the wall of a vehicle. The tool shall be able to produce a three-dimensional image of the inside of a vehicle’s cargo area (semi tractor trailer, box truck, panel van, passenger car, etc.) within 10 minutes after start of data collection. The data acquired shall provide content coordinates as targeting solutions for external placement of precision disruption tools. The tool shall be lightweight and easily affixed to all common unmanned ground vehicle (UGV) platforms while utilizing existing UGV electronic and radiofrequency architecture without costly upgrades. The software shall be capable of running on typical Windows-based laptops. The system shall be environmentally sealed, water resistant, and operate under all lighting conditions.

R3665 Water-Borne Improvised Explosive Device (WBIED) Submersible Remotely Operated Vehicle (ROV)

Develop a submersible two-man portable ROV that has a high mounted multi-degree of function arm(s). The ROV shall have a multiple degree of function gripper (at least two points of function on both arm and gripper) with multiple attachments able to cut materials such as nylon rope and metal cables. The system shall be capable of self-correcting in water and provide positional awareness while operating in currents up to 3 knots. It is desired that the ROV have 360-degree propulsion, ample underwater lights, high-definition low light pan and tilt cameras (to include a claw/gripper camera), a portable power source, and enhanced sonar imaging. The ROV shall be capable of “smart flight” (auto station keeping, return to target function, and a programmable search capability) and carry up to 7 pounds (apparent weight) underwater in the gripper without affecting any of the robotic operations. The ROV shall also have the ability to initiate an underwater firing system and remotely self-affix to a variety of underwater surfaces (from metal to concrete) in order to provide a stable platform for precision manipulator operations. The ROV tethering system shall have an overall length of 500 feet. The ROV shall also have the ability to carry in its gripper a raise, tow, and beach kit (300 feet of 7mm polypropylene line with attached 13mm air hose, and an underwater lift bag capable of lifting 200 pounds).

R3666 Universal Vehicle Trunk Opener

Develop a lightweight, near 100-percent reliable, vehicle trunk/hatchback opening tool. If the tool is explosively initiated, it shall be able to be deployed in close proximity to surrounding vehicles with no collateral damage. The trunk opener shall have the ability to be deployed and initiated robotically (from a variety of robotic platforms) without interfering with robotic operations.

R3667 Low Cost Disposable Remote Firing Device

Develop an inexpensive disposable remote firing device system that is capable of firing either shock tube or electrically initiated blasting caps. The firing device’s receiver shall be disposable and have an end user cost of no more than $25. The receiver shall be very low profile and be able to attach to the object it is initiating. The receiver shall have the ability to be emplaced both manually and robotically.

R000 IDD FY13 Unspecified Requirement

New and emerging technologies are sought, excluding those already requested under this BAA. Technologies shall be timely, relevant, and further the Counter-Improvised Explosive Device (C-IED fight. Request primary focus on the following:

 Develop innovative technologies for disruption of devices containing sensitive or unstable primary explosives. The disruption technology shall have the following characteristics:

Capable of disrupting the device without setting off the sensitive or unstable primary explosives contained within. 

Capable of being robotically deployed as well as hand emplaced.

Capable of employment by both civilian public safety bomb squads and Military Explosive Ordnance Disposal (EOD) technicians.

Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. Submissions against a particular group’s unspecified requirement shall be relevant to that group’s mission. The CTTSO does not budget for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds will be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not be able to make any awards against the unspecified requirements.
5.6. Investigative Support and Forensics (ISF)
R3659 Stand-Off Scanner for Disturbed Ground 

Develop and produce a standoff scanner that can quickly analyze an area of ground in a variety of environments to detect physical disturbances of ground and soil that may indicate buried or implanted objects or evidence including explosive/energetic materials, human remains, or weapons and ammunition. The device can use a variety of or combination of technologies such as wavelengths of infrared, ultraviolet, or visible light and sound or other phenomena to conduct the scan. The scanner shall have the capability of providing a video image where the disturbance is clearly visible. The scanned video image shall be captured and recorded for documentation, review, analysis, and training purposes. 

The scan itself shall be nonreactive to explosives. The device shall be capable of detecting disturbances in the ground at up to 100 meters (line of sight) and a depth of 1 meter. The scanner shall include a range finder to determine the distance and compass direction from the scanner to any disturbances.

The scanner shall be portable, weigh less than 100 pounds, and principally for use by dismounted personnel. However, the scanner shall be mountable on a HUMVEE or MRAP style vehicle. No more than two persons shall be needed to operate the scanner with a preference for one person employment. The scanner shall be capable of using a variety of voltages and be equipped with vehicle and outlet plugs for 110, 220, and 240 volt power. A battery backup system for a minimum of four hours of full operation shall be included. Batteries shall be commonly and commercially available. The device shall operate in temperature extremes of -20 to 50 degrees Celsius and harsh environments including desert and tropical. The final product shall be self-contained in a protective case. The device shall be simple to use with attached instructions. The manufacturer shall provide a list of any replaceable components with cost and part number along with the source of any consumable items for reorder. The final product shall have minimal maintenance or service to keep the system fully operating. 
R3660 Counterfeit Identity and Travel Document Workflow 

Develop a forensic analytical tool capable of analyzing and categorizing counterfeit official documents used to verify identity and to support international travel and the data associated with them to identify the types and volumes of counterfeits encountered by U.S. law enforcement. The analytical tool shall identify particular problem documents and evaluate different classification methods of counterfeit documents according to their type, quality, manufacturing methods, location where seized, and other pertinent factors. The tool does not have to verify if a document is genuine or counterfeit. The purpose of the tool is to automate – to whatever extent is possible – an analytical process that will group together counterfeits that originate from the same counterfeiting operations. The tool shall be capable of describing detailed and complex technical relationships between counterfeit documents originating from the same sources and shall be flexible enough to accommodate various quantities of linking data that may be based on printed images, ultraviolet-fluorescent images, security features simulations, materials characteristics, or any combinations of the above.

Concurrent with the development of the tool, analysis of the methods federal, state, and local law enforcement agencies use to seize, handle, and make disposition of counterfeit travel and identity documents shall be conducted as needed. This analysis shall be performed in collaboration with the Immigrations and Customs Enforcement (ICE) Homeland Security Investigations (HSI) staff, where necessary as determined by the HSI Forensic Document Laboratory (FDL). The analyses include interviews with law enforcement and other pertinent government agencies about data gathering mechanisms, counterfeit document workflows, handling processes, and the final document disposition during the past several years. The results of the analyses shall include recommendations and options that may increase the submission of pre- and post-litigation counterfeit travel and identity documents from these agencies to the HSI FDL.

R3661 Forensic Ink Analysis and Comparison System 

Develop an automated identification and analysis system for copier toners, inkjet inks, and traditional print ink media. The multi-discipline analysis system shall rapidly identify any fraudulent documents and link them with comparable documents associated with other terrorist or criminal incidents, locations, or individuals. The system shall be fundamentally based on the extensive chemical and physical characterization of these print ink media and shall advance the capabilities in the field of document analysis by comparing, matching, or eliminating chemical and morphological profiles of known print ink media with those of questioned documents from forensic submissions. 

The data for the print ink media shall be generated by using state-of-the-art chemical and physical analytical methods that shall include, but are not limited to: Fourier Transform Infrared (FTIR) Raman spectroscopy, scanning electron microscopy/energy dispersive spectroscopy, pyrolysis gas chromatography/mass spectrometry, laser ablation inductively coupled plasma/mass spectrometry, and direct analysis in real time-mass spectrometry (DART-MS). A sufficient collection of print ink media that includes impact (offset lithographic, intaglio) and non-impact (toners and inkjet inks) shall be subjected to chemical and physical analyses using the previously listed methods and developed for each particular print ink media type. A sufficient collection of print ink media shall consist of the most complete and comprehensive collection of printing inks that can be reasonably amassed considering cost, availability, and labor hours needed to gather the samples. The results of this task shall include recommendations of methodologies and instruments that have demonstrated the capability to provide the best and most cost-effective (i.e., most diagnostic qualitative and quantitative information) chemical data for the database. The multidisciplinary chemical and physical analytical data shall be compiled and organized to create relational databases for each of the respective print ink media types. All testing and analysis shall be of the print ink media; none shall be required or is desired of paper. 

Software and algorithms shall be developed to search the available factors and traits for identifying unknown toners and printing inks. Search quality algorithms shall be enhanced using advanced software searching capabilities to exploit selected relational databases. The software shall calculate statistical confidence levels for analytical data of the different printing media, both individually and in combination with other analyses and shall compare and link counterfeit documents based on the selected print ink media and weighted discriminators that shall be developed. 

The methodologies and technologies developed shall be capable of a seamless transition to a standard forensic document laboratory equipped with required analytical instrumentation and professional qualified technical staff. Appropriate user and instruction manuals shall be produced that describe the scientific techniques, test protocols and instrumental parameters, programs, and operations. Transfer of the system and accompanying databases to analytical stations shall be accomplished to provide specific forensic investigative assets with information pertaining to the authentication and linking status of questioned documents provided by a central laboratory facility or, potentially, by direct database access via secure communications. 

R3662 Digital Ink Library Analysis Tool 

Develop an advanced analytical application capable of searching the writing ink dye profiles contained in the United States Secret Service (USSS) digital ink library (DIL). The analytic tool shall be compatible and based on the present search system. The developed analytic tool shall be validated using a sufficiently large and diverse set of writing ink profiles from the DIL. Validation testing shall be conducted using a sample set acquired from the DIL system and from a sample obtained under casework-like conditions. These sample sets will consist of electronic files of the meta and chemical data obtained for each ink sample. These samples shall be furnished to the contractor by the government. Thin layer chromatography (TLC) testing of both sets of samples shall vary in concentration to test the limits of matching smaller or larger amounts of inks in the TLC validation test. The developed analytical tool shall include the capability to quality control the data extracted from the thin layer chromatography plates in the DIL prior to going into the system as well as a metric for use in quality control screening. Testing shall be accomplished to determine the extent that interplate variation contributes to the error rate such as detection error trade-off curves to measure the system’s performance. A peer-reviewed paper documenting the accuracy of the developed analytic tool and its search algorithms shall be one of the final deliverables. 

The analytical tool shall be compatible with the present system that is housed in a PostgreSQL (the database management system) supported server. The DIL was developed on a Microsoft Windows XP operating system and Windows Server 2003 operating system. The system uses a RAID-1 configuration of two 300GB hard drives that allows parallel operations. A separate workstation is used for conducting searches. The present system, which contains 11,000 thin layer chromatography writing ink dye profiles, is currently housed on a server supported by PostgreSQL (the database management system). The newly developed tool shall also be compatible with the latest version of winCATS software (CAMAG, Switzerland). The acquisition of data from developed plates shall also use existing equipment from CAMAG Scientific (Reprostar 3 imaging system; TLC Scanner 3; Automatic TLC Sampler 4; Automatic Development Chamber 2). The DIL Exchange Format is essentially a directory/folder that contains specific information about a particular TLC plate (e.g., UV images at 254 and 365nm; a multi-wavelength spectrum; visible images in the reflected and reflected-transmission modes). The USSS will provide application interface specification documents for the present system to the developer on contract award. Other specifics shall be provided as needed. 

R3663 Portable Three-Dimensional System for Fire Cartridge Case Analysis 

Develop a three-dimensional image system for the comparison and analysis of fired cartridges from multiple types of firearms by forensic firearm examiners. The system shall be comprised of a portable component and a laboratory component that contains an automated method of storing the images for later comparison and algorithms for assisting the firearms examiners in conducting their analyses. The images obtained from the fired cartridge shall include impressions from the breech face, firing pin, and ejector. 

The images of the impressions shall be acquired by inserting the surface of the fired cartridge against and into a reusable elastic polymer type gel that can make a negative type replica. The gel shall have properties that eliminate or greatly reduce reflection and glare from the lighting source and enhance the imaging process. The gel shall be fully reusable after the image acquisition process and shall function in temperatures from 0 to 50 degrees Celsius. The cartridge and the gel shall then be placed into a high resolution optical imaging device that can take multiple images of the impression surfaces. The multiple images shall be used to create a three-dimensional image that can depict traits as fine as two micrometers in length, width, and depth. The image acquisition process shall be accomplished in 30 seconds or less. The image system shall allow the operator to see the display image before the imaging process occurs and make adjustments as necessary. The imaging device shall have the necessary lighting sources to create the three dimensions and be automatic focusing and lighting. The resolution shall be such that characteristics considered forensically to be class and individual traits are obtained and sufficient for firearms comparisons. 

The portable system shall weigh no more than 25 pounds and not exceed six inches by six inches by 20 inches. It shall be ruggedly constructed and able to operate with all functions in harsh environments. It shall be powered by rechargeable batteries and shall additionally operate on 110/220 volt AC current and DC voltages available in U.S. military vehicles. The portable system shall contain an onboard removable solid state memory chip that can store the images obtained from the acquisition process. 

The solid state memory component shall be compatible with and easy to upload into the laboratory system component. Its capacity shall be at least 100 images of 40 megabytes and their associated case data. The portable system shall be able to wirelessly send the image data securely to a selected compatible laboratory based system. A user interface capability shall be included in the system to allow the operator to enter administrative and case data associated with each image. The user interface shall also provide confirmation of successful data transfer, transmission signal intensity, and remaining battery and memory capacity. 

The laboratory system shall be similarly designed to the field portable system; however, it may be significantly larger and heavier. It shall possess a database capability that can store a large volume of at least 50,000 of the acquired three-dimensional images. The storage system does not have to be removable, but it shall easily accept images transferred from the portable units both wirelessly and by the removable storage media. The database shall include software with algorithms that can search the images of the database, analyze them for comparison and exclusion, and rank order them from the highest to the lowest for later examination by firearms examiners. 

A database containing images from 7.62 by 39 millimeters, 5.56 by 45 millimeters, and 7.62 millimeter cartridges shall be included in the laboratory system. At least 100 images from each of these calibers fired from different weapons shall be in the database. This database shall be used to validate and test the algorithms and software within the system. The tool mark surfaces and images shall be independently correlated, scored, and ranked. The software shall include tools that assist the operator at the laboratory in selecting the proper surfaces. 

The final deliverable shall include one fully functional laboratory system and one portable system. 

R000 ISF FY13 Unspecified Requirement 

Develop new, advanced, improved, or emerging technologies or capabilities pertaining to Investigative Support and Forensics that may be of interest to the CTTSO but were not specifically requested in this BAA and are not commercially available. Any proposals shall be timely, relevant, further worldwide combating terrorism efforts, and may include: 

Computer Investigative and Electronic Evidence 

More inclusive and technically advanced detection, identification, and extraction of easily perishable or temporary data of computer and automated systems, especially those relating to e-mail traffic, the Internet, LANs, and unauthorized penetration of these systems. Proposals shall be outside the realm of data mining.
Faster, more effective, accurate, low-cost methods of voice identification and speaker recognition that significantly advance present technology in this area. 
Data extraction from non-computer electronic equipment. Any proposed tool or technique shall be able to function in the physical environment in which terrorism occurs and where appropriate be compatible with existing hardware and software platforms. 
General Investigative and Forensic Science Technologies 
Faster, more reliable, more widely applicable, more rugged, less costly, or less labor-intensive tools for identification, collection, preservation, or analysis of evidence from crime scenes, especially those involving improvised explosive devices (pre-incident and post-incident), mass casualty crimes, post-incident terrorism scenes, combat environments or sensitive sites. This may include advanced technologies to identify, qualify, and quantify post-blast materials and evidence. 
Fast, low-cost methods for analyzing DNA evidence from mixed multiple or contaminated sources. Also of interest are techniques that may be DNA or non-DNA related that efficiently and accurately determine the time that biological evidence has been present at a scene. 
Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. The CTTSO does not budget funds toward unspecified requirements. If the CTTSO evaluators determine an unspecified requirement submission is sufficiently promising to merit pursuing, funds will be identified at that point. Since proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not make any awards against the unspecified requirements. Proposals shall be non-proprietary. Proposals pertaining to data mining; report writing; data compilation; detection of concealed bombs, explosives, or weapons; intrusion detection or access control; or any strictly physical security measure should not be submitted. These areas are either not desired or are the responsibility of other subgroups or agencies and will be rejected without consideration.

5.7. Irregular Warfare Support (IWS) Program
R3689 Irregular Warfare Smartphone Assault Zone Survey Software Tool 

Develop and deliver a user-friendly, handheld survey application tool for use by minimally or untrained personnel in gathering and producing survey data. Desired survey application tool (software application) will run on an Android® platform (smartphone, tablet, or be natively hosted on an operating system). The Android® based survey application will simplify functions needed to create, collect, assess, and produce assault zones/landing zones, drop zones, helicopter landing zones, and forward area refueling points survey products through the use of Android® hardware capabilities (accelerometer, camera, compass, global positioning system, etc.). 

The survey application tool will generate required standard survey output including Autocad, Lotus Forms, PDF, and images while encrypting the data at rest to prevent exploitation if captured or hacked. 

The survey application tool resulting from this requirement shall be government owned and shall not require a license fee or have any restrictions for use. The government shall control software distribution. 

The survey application tool shall be capable of interfacing with the Air Force Research Laboratory Android Tactical Assault Kit software application. The quality of the survey provided by the data from the survey application tool shall be relative to Air Force Instruction 13-217 and Engineering Technical Letters 09-6 and 02-19.

While individual elements above and training area surveys are unclassified, operational surveys may be classified. The software shall be developed to comply with emerging guidelines and regulations for processing of classified information on handheld devices. Project personnel shall be U.S. citizens. While the development effort may be performed at the unclassified level, the project manager and at least one key member of the development team shall have at least SECRET clearances. 

R3690 Social Media Exploitation to Counter Trans-National Criminal Organizations (TCO) 

Prototype capability to measure changes in popular support for and influence of TCOs, specifically to improve assessment of influence effects in specific geographic regions and sub-regions. The focus of this effort is the gathering, processing, analysis, visualization, and utilization of influence effects assessment-relevant unclassified/open source social media, social network, and other forms of social and political information. All information is required to be collected in a manner that is methodologically and ethically sound; to be tagged with its origin/source, estimate of its validity, and geo-coordinates (when appropriate/available); to be unclassified such that it can be shared with non-US partners; to support research and historical review of information to develop assessment-specific analytical frameworks and baselines; to be data-based in formats that are easily used and transferred by military analysts; and to be visualized via an information environment common operation picture that includes a geospatial foundational database that is easy to integrate with DoD enterprise information systems.

R3691 Illicit Group Operational Analysis and Concept Development 

Illicit groups operate both domestically and internationally. They include terrorist groups, criminal groups, gangs, and transnational criminal groups. This requirement seeks to develop and deliver a methodology that can explain and suggest legal ways and means to detect, disrupt, degrade, and dismantle these illicit groups. Such methodologies may include a combination of some or all of these areas: recruitment and counter-recruitment analysis; indoctrination and counter-indoctrination (including the content of indoctrination, method of delivery, role of the Internet, role of leadership (live and past leaders), teachers, etc.); membership maintenance (rewards and punishments); financing the group (licit and illicit sources and flows); and leaving the group. Some of these categories, such as recruitment, might have similarities and/or differences between terrorist groups, criminal groups, gangs, and insurgent groups — these differences and similarities should be highlighted. The deliverable shall be an operational analysis of illicit groups along with a concept development that, if approved, would be ready for field experimentation. 

R3692 Countering Violent Extremist Messaging – Measures of Effectiveness (MOE) 

This requirement seeks to develop software for improving knowledge and understanding of the online digital environment, specifically where uncommitted individuals first encounter terrorist propaganda from groups such as al-Qaida, and the extent and impact of current U.S. counter-messaging. Such a tool shall assist the U.S. government (USG) in assessing the impact of legal efforts to counter violent extremist organizations’ messaging. The USG has adequate coverage of many known extremist online environments. This requirement seeks to expand the understanding of environments where terrorist propaganda circulates, including the resonance of that propaganda with both the participatory and silent audiences. The tool shall leverage resonance analysis techniques to determine the various audiences that terrorist messages are reaching and shall provide predictive insight regarding whether the message will spread widely among critical audiences, will maintain traction over time, and will be likely to affect critical behaviors of the target audience. Internet activity levels (“buzz” or “viral” content) shall be further analyzed to characterize the specific appeal of messaging to various audiences and subsets of audiences. Demographics of online audiences may also be assessed. The capability shall be usable through Virtual Private Network enclaves as well as have a simple plug and play capability with other government funded software. The software shall be used to track and assess the spread and impact of (1) terrorist propaganda in mainstream/common online environments and (2) attributed counter-messaging operations by a U.S. team as well as other general USG counter-messaging efforts. 

R3693 Non-Radicalization and Environmental Factors 

This requirement seeks to develop and deliver operational analysis and concept development that can explain and provide legal operational methodologies on environmental factors that impede or enhance potential for recruitment, radicalization, and other factors that allow a violent group to operate. An important topic in this requirement is the issue of non-radicalization. Although much research focuses on the issue of violent extremism, less research has focused on why people do not join violent groups. A few factors to consider are the following: most people are not radicalized; the factors that keep a person from becoming a violent extremist or conducting criminal activities in support of their ideology; the radicalization of factors that are similar and/or different in various cultures, ethnic groups, genders, ages, religious groups, political groups, etc.; the role homogeneity and/or plurality play in non-radicalization; best examples (best practices) of non-radicalized communities/societies; the factors that impede terrorist recruitment at both the individual and the community levels (i.e., community resilience); the factors that influence the use or non-use of terrorism, violence, and criminal activities as a tactic by political opposition groups; and the types of education that prevent or enhance support for terrorism. Other environmental factors include the role of social psychology of honor-shame versus guilt cultures and how they react to perceived humiliation, the utilization of terrorism, and the question of the role of economic development and development assistance in countering violent extremism. The deliverable shall be an operational analysis of non-radicalization and possible other environmental factors along with a concept development that, if approved, would be ready for field experimentation. 

R000CVE Countering Violent Extremism – Counter Radicalization (CVE-Rad) Research and Development 

This R000-CVE is an open requirement that covers areas not explicitly described in other requirements but does concern the issue of Countering Violent Extremism – Counter Radicalization. The government seeks to develop concepts and capabilities that enable operations to legally counter violent extremist and counter illegal extremist threats to the United States’ national security from state actors and non-state actors, including terrorist groups, criminal groups, and other transnational threats. The focus of these efforts will apply research and development processes for Irregular Warfare (IW) in developing CVE-Rad capabilities in accordance with the National Security Strategy (2010), National Intelligence Strategy (2009), National Military Strategy (2011), National Strategy for CT (2011), Empowering Local Partners to Prevent Violent Extremism in the U.S. (2011), Strategic Implementation Plan for Empowering Local Partners to Prevent Violent Extremism in the United States (2011), Strategy to Combat Transnational Organized Crime: Addressing Converging Threats to National Security (2011), DoD’s Quadrennial Defense Review (2010), DoD Directive 3000.07 (2008), and the IW Joint Operating Concept 2.0 (2010). 

Some possible areas of interest include the role of gender, cyber, and others. 

Submit under this number and title relevant Countering Violent Extremism – Counter Radicalization strategic, operational, or tactical concepts and capabilities that are achievable within a constrained budget environment to enhance U.S. and partner nations’ capability to conduct actions that counter violent extremism – counter radicalization. 

Unspecified requirements are for proposing unique innovations that have not yet been identified by the program. Submissions against an unspecified requirement should be relevant to Countering Violent Extremism – Counter Radicalization. Funds are not budgeted for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds may be identified at that point. Because proposed capabilities from the unspecified requirements will be competing against proposed capabilities for identified and prioritized interagency requirements, the program may be unable to make any awards against the unspecified requirements.

R000 IWSP FY13 Unspecified Requirement 

The government seeks to develop concepts and capabilities that enable operations to counter irregular threats to the United States’ national security from state actors and non-state actors, including terrorist groups and other transnational threats. The focus of these efforts shall apply research and development processes to enable Irregular Warfare (IW) in accordance with the DoD’s 2010 Quadrennial Defense Review, DoD Directive 3000.07, and the IW Joint Operating Concept 2.0. These documents direct the DoD to apply IW to utilize full spectrum engagement and favors indirect and asymmetric approaches; inclusive of counter threat operations, shaping and influence operations, and stability operations, in order to erode an adversary’s centers of power. The IW toolset includes strategic communications, information operations, civil military operations, and support to law enforcement, intelligence, and counterintelligence operations in which the joint force may engage to counter irregular threats. 

Submit under this number and title relevant strategic, operational, or tactical concepts and capabilities that are achievable within a constrained budget environment to enhance U.S. and partner nations’ capability to conduct Irregular Warfare in support of the DoD mission. 

Unspecified requirements are for proposing unique innovations that have not yet been identified by the program. Submissions against an unspecified requirement should be relevant to that program’s mission. Funds are not budgeted for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds may be identified at that point. Because proposed capabilities from the unspecified requirements will be competing against proposed capabilities for identified and prioritized interagency requirements, the program may be unable to make any awards against the unspecified requirements. 

5.8. Personal Protection (PP)
R3643 Data Geo-referencing, Integration, and Reporting

Current methods of geo-spatial/temporal registration of wide area persistent surveillance (WAPS) data and intelligence reporting limit analysts’ ability to discover and fuse multiple sources to generate finished intelligence products. Key gaps exist in processing and exploitation systems that suffer from a lack of adequate geo-registration techniques, effective geo-indexing methods, adequate data discovery and retrieval tools, geo-temporal data fusion processes, and adequate geo-temporal analysis and visualization tools. Proposals may include innovative concepts for one or more of the following project areas of interest, which are listed in priority order.

Geo-referencing – Develop automated algorithms for improved geo-referencing upstream in the processing chain and as post-processing tools. Objectives include accurate image frame-to-frame registration as well as registration to base reference imagery and ground features. Sub-pixel accuracies for image stabilization and absolute geo-registration accuracies should be consistent with reference image bases.
Multisource Integration – Develop algorithms, tools, and techniques to perform multisource integration for rapid fusion and cross comparison between data from different sources. Required capabilities include geospatial and temporal registration and bias adjustments for geospatial and temporal calibration. Solutions shall enable analysts to perform geospatial-temporal searches across massive data archives and render information in a manner that facilitates analyst identification of correlations and non-obvious relationships within and across datasets. 
Complex Activity Illustration and Reporting – Develop tools, techniques, and procedures to quickly generate products and presentation materials that illustrate complex interactions amongst multiple entities over time for dissemination to customers. Special customized products and presentation materials are required to accurately and concisely convey the spatial and temporal context and details.

Electro-Optical (EO) motion imagery from Constant Hawk, Gorgon Stare, Blue Devil, Lightweight Expeditionary Persistent Surveillance (LEAPS), Multi-Aperture Sparse Imager Video System (MASIVS), Autonomous Real-time Ground Ubiquitous Surveillance (ARGUS), and both mid-wave infrared (MWIR) and visible-near infrared (VNIR) imagery from Airborne Wide Area Persistent Surveillance System (AWAPSS) are the primary data sources of interest. Sample unclassified wide area motion imagery datasets will be provided to participants selected for contract award to be used during development and testing. Current human analyst exploitation efficiency and accuracy are the baseline to which improvements will be compared.

It is required that tools and solutions can be efficiently and effectively integrated and demonstrated with the existing hardware, software, and viewers (e.g., Pursuer, APIX, Persistics) used in current operational WAPS workflows. The use of standard formats and metadata is required. Software and solutions that cannot be delivered with unlimited or government purpose rights will not be considered. Transition of the tools and solutions to operational end users during the period of performance of the project is required and will serve as a key metric of success.

R3646 Target Tracking in Wide Area Motion Imagery

Continuous tracking of targets in wide area motion imagery becomes increasingly difficult at speeds less than 2m/sec, during slow turns, in shadows, and in traffic and is a major challenge for automated processing. Unfavorable environmental conditions (such as dust, cloud cover, and changing illumination) and sensor artifacts (such as missing frames, geographically misaligned frames, and image non-uniformities) also present challenges. Develop algorithms, tools, and techniques to maintain tracker continuity and positive identification within an analyst defined area of interest (AOI) and/or over the full image during an analyst specified time period. Single target or multi-target tracking is acceptable. Computing and reporting a “confidence” value for each track is important for prioritizing tracks. Proposals may include innovative ideas for one or more of the following project areas of interest.

Vehicle Tracking – Develop the capability to automatically track vehicles through different environments including varying levels of traffic density, entity behavior (pauses, extended stops, turns, U-turns), obscuration, and environmental and image conditions. The objective is to continuously track vehicles traveling through a city for 5-10 minutes or longer.

Two-Wheeler, Dismount, and Animal Tracking – Develop the capability to automatically detect, track, classify, and identify moving two-wheelers (motorcycles, mopeds, and bicycles), animals, and people dismounting and walking from vehicles in all patterns of activity, image conditions, and environmental states. False detection rates shall be no more than 0.67/km2/10 min (objective) to 1.73/km2/10 min (threshold). 

Maritime and Air Tracking – Develop the capability to automatically detect and track maritime craft (small boats, fast attack crafts) as well as small air targets (ultralights, remote controlled aircraft). False detection rates shall be no more than 0.05/km2/10 min (objective) to 1/km2/10 min (threshold).

Electro-Optical (EO) motion imagery from Constant Hawk, Lightweight Expeditionary Persistent Surveillance (LEAPS), Multi-Aperture Sparse Imager Video System (MASIVS), Autonomous Real-time Ground Ubiquitous Surveillance (ARGUS), and both mid-wave infrared (MWIR) and visible-near infrared (VNIR) imagery from Airborne Wide Area Persistent Surveillance System (AWAPSS) are the primary data sources of interest. Sample unclassified wide area motion imagery datasets will be provided to participants selected for contract award to be used during development and testing. Current human analyst exploitation efficiency and accuracy are the baseline to which improvements will be compared.

It is required that tools and solutions can be efficiently and effectively integrated and demonstrated with the existing hardware, software, and viewers (e.g., Pursuer, APIX) used in current operational WAPS workflows. The use of standard formats and metadata is required. Software and solutions that cannot be delivered with unlimited or government purpose rights will not be considered. Transition of the tools and solutions to operational end users during the period of performance of the project is required and will serve as a key metric of success.

R3647 Activity Detection in Wide Area Motion Imagery

Develop algorithms, tools and techniques to detect, classify, identify and discriminate human activity including movement of vehicles of any size, two-wheelers (motorcycles/mopeds/bicycles), individual people (dismounts), pack size animals, vessels (small boats and fast attack craft) and aircraft (ultralights and remote controlled aircraft) within a predefined area of interest (AOI) during a specified time period. Systems shall alert the analyst in real time, near real time, or forensically. Movement can be detected without tracking. AOIs typically range in size from a single commercial or residential lot to a city block or more. 

Proposals may include innovative ideas for one or more of the following project areas of interest.

General Activity Detection – Develop capabilities to enhance operational application of WAPS data to monitor denied or restricted areas and suspect sites and for curfew monitoring, border security, or facility/waterway surveillance. Ideas for new or novel WAPS applications to work in conjunction with ubiquitous sensing from closed circuit cameras, traffic and Web cameras, or social media within urban landscapes are of interest and should be proposed. Automatically detect and identify all activity within an AOI during a specified time period. The ability to discriminate activity of interest from background activity is important.

Start/Stop Detection – Develop the ability to accurately detect the location of vehicle, two wheeler, and maritime craft stop and start locations. This requires the ability to discriminate between slow moving (less than 2m per second) and stopped vehicles. Vehicles moving less than 2m/sec and turning are especially difficult to track. Processing can be within an AOI or over the full image but shall focus on activity originating or ending in the area. A low false alarm rate is more important than a high detection rate for current operational use. False detection rates shall be no more than 0.67/km2/10 min (objective) to 1.73/km2/10 min (threshold). The algorithms shall account for all image conditions and artifacts in available operational imagery. Computing and reporting a “confidence” value for each start/stop is important for prioritizing. 

Electro-Optical (EO) motion imagery from Constant Hawk, Lightweight Expeditionary Persistent Surveillance (LEAPS), Multi-Aperture Sparse Imager Video System (MASIVS), Autonomous Real-time Ground Ubiquitous Surveillance (ARGUS), and both mid-wave infrared (MWIR) and visible-near infrared (VNIR) imagery from Airborne Wide Area Persistent Surveillance System (AWAPSS) are the primary data sources of interest. Sample unclassified wide area motion imagery datasets will be provided to participants selected for contract award to be used during development and testing. Current human analyst exploitation efficiency and accuracy are the baseline to which improvements will be compared.

R3648 Personal Cooling System

Environmental conditions such as high air temperatures and radiant load from the sun, combined with carrying supplies and the use of protective equipment, puts a thermal strain on soldiers. This effect worsens when soldiers are working and their metabolic heat production increases.

Develop a personal cooling system (PCS) to mitigate heat injuries and allow the soldier to maintain survivability, sustainability, and lethality. The PCS shall be compatible with personal protective equipment (PPE) and clothing (e.g., improved outer tactical vest (IOTV) and modular lightweight load-carrying equipment (MOLLE)) and meet the following requirements:

	Characteristic
	Threshold
	Objective

	Cooling
	>= 100 watts
	>= 150 watts

	Weight
	<= 5 lbs
	<= 2.5 lbs

	Power Supply
	>= 6 hours
	>= 8 hours

	Noise
	<= 50 dB(A)
	<= 30 dB(A)

	Safety
	Safety Group A1 (ASHRAE*)


* American Society of Heating, Refrigerating, and Air-Conditioning Engineers

A minimum of two prototype systems shall be submitted to an approved independent lab testing on manikin and human subjects. The PCS shall be evaluated according to ASTM F 2371-05 Standard Test Method for Measuring the Heat Removal Rate of Personal Cooling Systems Using a Sweating Manikin (ASTM, 2005). Human subject testing shall follow the basic procedures in ASTM F 2300, Standard Test Method for Measuring the Performance of Personal Cooling Systems Using Physiological Testing (ASTM, 2005). Testing shall include integration with PPE and clothing. Submissions shall clearly indicate the type of technology proposed, a physical description of required components, power requirements, and system size/weight. Solutions using refrigerants are preferred, and shall meet the A1 safety group standard as defined in ANSI/ASHRAE Standard 34-2010, Designation and Classification of Refrigerants. Solutions using phase change materials will not be considered.

R3649 Multi-functional Earpiece

The development of a Multi-functional Earpiece (MFE) is important in addressing a multitude of needs faced by today’s armed forces. The earpiece is intended to address three operational needs:

Hearing protection;

Hearing amplification; and

Acceleration monitoring due to blast or blunt exposure.

Hearing injuries decrease troop readiness and negatively impact soldier performance during service as well as lead to a reduced future quality of life. Improved hearing protection will increase soldier readiness and provide for enhanced quality of life in the years following service. Active and passive noise cancellation shall provide pulse and steady state noise protection. 

Hearing amplification is aimed to improve the soldier’s battlefield performance by enhancing his hearing and resulting situational awareness. Hearing enhanced beyond that of a baseline individual will enable the soldier to hear the adversary’s movements at a greater range than is currently possible, giving more time to plan and react against hostile actions. This is of even greater importance in the urban battlefield, in which close quarters actions are common. Noises between 0 and 30dB shall be increased by 20dB for hearing amplification.

Acceleration monitoring is intended to give an indication of the soldier’s blast exposure as well as monitor for blunt force impacts to the head. Blast induced traumatic brain injury (TBI) may be caused by primary blast driven, high-rate head acceleration. Monitoring exposure to this threat and correlating exposures to observed injuries will assist in assessing and eventually protecting against this threat. Once injuries have been correlated with blast exposure, the acceleration monitoring device will allow medical practitioners and leadership to assess a soldier’s level of exposure and gauge his potential injury. Current sensor efforts in this field focus on mounting the sensor on the helmet. This is undesirable, as a transfer function relating helmet exposure to head exposure has not been possible to develop thus far. An accelerometer or other acceleration monitoring device positioned in the ear canal will provide for improved coupling to the head and allow for a more easily derived transfer function. The design and development of an acceleration monitor should be designed using MEMS-based accelerometers. MEMS-based accelerometers are small, low power, and shall be placed inside the earpiece. 

Develop a multi-functional earpiece that is more comfortable than current ear protection, provides in-ear hearing protection, amplification, and measures/records head accelerations during blast and blunt impacts. The system shall be compatible with the Army Advanced Combat Helmet (ACH) and all other equipment worn by the soldier. A minimum number of 10 samples shall be submitted for approved independent lab testing. The earpiece battery shall only be active when recording acceleration.

	Performance Description
	Capability

	Sample rate to record blast and blunt events
	Minimum 10kHz

	Accelerometer weight 
	not more than 50% increase in ear bud weight

	Acceleration threshold levels
	90g, 125g, 190g, 210g, 240g or higher

	Earpiece protection (pulse noise)
	 < 190dB

	Earpiece protection (steady state noise)
	< 90dB, 8 hours

	Hearing amplification
	Between 0 and 30dB, an increase of 20dB

	Target cost as a manufactured Item
	$500


R3652 Second Generation Smart Windows for Armored Passenger Vehicles

Develop a new smart window that will darken the armored windows of the vehicle to conceal the identity and location of the VIP and secure sensitive verbal communications, computer screens, or printed information.

The solution shall be located to the outer-most layer of the window cross section to reduce solar heat stress of the armor substrate. The solution shall be laminated using thin layers of high strength and damage resistant glass to increase overall impact resistance and durability during field operations.

In addition, the successful technology will meet the following general requirements:

Operational security from darkening armored windows to a light transmittance of 1 percent (threshold) or better than 1 percent (objective). 

Clear state light transmittance of 55 percent (threshold) or better than 70 percent (objective).

Low power consumption on a 12 volt or less DC circuit.

On power or control failure, the window shall fail to the “dark” mode.

Integrated system shall meet all safety requirements of the automotive industry. 

Environmental and shock reliability of system shall be proven; this includes resistance to temperature extremes (MIL-STD 810F, Methods 501.4, 502.4, and 503.4), humidity extremes (MIL HDBK 310), and automotive shock and vibration (MIL-STD 810F, Method 514.5). 

The integrated system shall be compatible with standard automotive interior visual esthetics. 

The switchable technology shall be an integral component of the armored window and not an add-on system. 

System control shall be positioned at the front console of the vehicle.

This submission should include an option to purchase up to 50 window sets for a vehicle platform that will be specified in the request for the Full Proposal.

R3653 Armor – State of the Art: Survey and Test

Lighter, more affordable, and more effective armor is needed for many facets of personnel protection against both blast and ballistic threats.

To assist government agencies in meeting personnel protection goals, this effort will identify commercially available and near-production-ready armor technologies that offer advances in protection and allow the purchase of evaluation samples to verify technical performance. The quantity of these samples will be specified in the request for the Full Proposal.

Areas of interest:

Solutions that provide enhanced protection against single shot and multi-hit small arms ballistic threats.

Solutions that provide enhanced protection against fragmentation from blast threats.

Solutions that match or improve upon the protection provided by MIL STD 46100 material against the aforementioned threats at a reduced weight or cost.

Complete, multi-component opaque armor systems, standalone armor packages, as well as components of armor packages if those components would provide enhanced protection when used in conjunction with other materials or facilitate the integration/attachment of novel materials (i.e., incorporate soft materials in a steel structure that results in enhanced performance).

Complete layups in both flat and curved configurations of transparent armor for architectural or automotive applications or individual components that would enhance the performance of current cross-sections (i.e. ceramics, glass ceramics, and inter-layers).

Areas not of interest:

Solutions that are tuned to a single threat.

Solutions that only provide enhanced blast pressure and shock wave protection.

Near-production-ready technology would include armor that is beyond the basic research and initial prototype stages and could be produced in useful sizes, shapes, and quantities utilizing available manufacturing processes, even though the developer may lack this capability. Both opaque and transparent armors/materials will be considered.

R3654 Light Armor Hybrid Sport Utility Vehicle

On May 24, 2011, a Presidential Memorandum in support of Executive Order 13514 directed GSA to issue guidance on the applicability and implementation of alternative-fueled vehicle requirements to agencies with law enforcement and emergency vehicles. Agencies that provide protection to senior leaders seek alternative-fueled vehicles for armoring for use by protective details. Reductions in the vehicle weight and engine size constrain vehicle payload and limit performance. Innovative solutions are sought to provide armored alternative-fuel vehicles for use as prospective vehicles for high risk personnel (HRP). Risk management assessments in the design of such vehicles in many areas may satisfy protection requirements with lighter and more effective placement of armor, while meeting the guidance of Executive Order 13514. 

Proposals for the design and development of a light armor solution for hybrid sport utility vehicles are sought. The vehicles of interest are 2013 American-manufactured commercial models, 6-passenger minimum, hybrid, or electric sport utility vehicles. Armor designs shall use current or innovative methods and materials that provide NIJ level III ballistic protection (objective) or NIJ level IIIa (threshold) per NIJ Standard 0108.01 “Ballistic Resistant Protective Material”, https://www.ncjrs.gov/pdffiles1/nij/099859.pdf, to the occupant compartment. Designs shall not exceed the manufacturer’s gross vehicle weight specification with six passengers (rated at 150 lbs/passenger). The vehicles are required to meet the same U.S. Department of Transportation (DoT), Federal Motor Vehicle Safety (FMVS), and original equipment manufacturer (OEM) performance and safety standards as the currently used armored gasoline engine vehicles. The proposed designs use limited (bolt-on/replacement) modifications to the vehicle suspension, drive train, braking system, or other components to ensure safe vehicle operation and handling as outlined in the DoT, FMVS, and OEM standards. The light armor solution installed in/on the Hybrid SUVs shall be delivered to the government to undergo government armored vehicle testing to verify design performance at a facility contracted for by the government.

R3656 Remote Activation of Vehicle Mounted Tagging, Tracking and Locating Devices

Attacks against motorcades, convoys and single vehicle operations using improvised explosive devices (IED), rocket propelled grenades (RPG), and small arms remain a threat in many parts of the world.

Design, develop, and test a remote activation mechanism attached or installed in the vehicle that triggers the vehicle’s tagging, tracking, and locating (TTL) device upon detection of blast overpressure from an IED, RPG, and other user-defined detonations. The remote activation device shall send an activation command to the vehicle TTL device without human intervention upon detection of an event supplementing manual activation function should the vehicle occupants be incapacitated or fail to activate the device as trained. The TTL device then sends the distress signal to the command center for needed support to be deployed. The device shall have a 99.9 percent reliability in initiating under the design events. Normal vehicle operations to include accident avoidance maneuvers and shock/vibration from driving on poorly maintained or undeveloped roads shall not trigger the device more frequently than once every five years.

All components and related hardware/software and processors (single board computer, etc.) shall meet all current standards for installation and operation in motor vehicles under the full range of operational climatic and operation conditions for at least three years without maintenance actions. The output (i.e., voltage range, simple command language, etc.) from the detection components through the processor to the TTL shall be universally adaptable for use with any of the available TTL backend systems such as but not limited to Gotham ® and UniTrac®. 

Following successful developmental testing, five initial units with additional options for up to 100 in lots of 10 or more for operational field testing shall be proposed. The system shall be capable of being installed by automotive fleet maintenance personnel of the activity.

Documents for reference:

Federal Motor Vehicle Safety Standards Part 575.105 “Utility Vehicles” provides vehicle types/size of interest http://www.nhtsa.gov/cars/rules/import/fmvss/index.html#P575.105

SAE J1939 “Recommended Practice for a Serial Control and Communications Vehicle Network” http://standards.sae.org/j1939_201104/

5.9. PhysicalSecurity (PS)

R3670 Modular, Air-Droppable Force Protection Kit (MADFPK) 

Design and develop an expeditionary force protection kit for small units to operate in remote terrain that is not supported by infrastructure. The system shall be lightweight (not to exceed 150 pounds for the entire system), easy to deploy, and provide 360-degree situational awareness for a small compound perimeter and perimeter security for detached operations away from a secured compound. The system can be either wireless or a wired system (if a wired system, cables connecting component pieces to the control station shall go out to 46m, and weight of cables shall be included in total system weight). The system shall detect personnel out to 1km and vehicles out to 1.5km and shall provide perimeter intrusion alerts out to 500m. The ideal system shall integrate a number of capabilities (e.g., at least 7 mini-radar, at least one camera system with electro-optic/infrared capabilities and break wire alerts). The system shall include a medium range (around 1500m), lightweight, thermal binocular. The system shall be packaged in a single ruggedized container. The interior dimensions of the container shall be no larger than 71.6cm wide x 49.9cm deep x 44.8cm high. The container and system shall survive a parachute assisted air drop from up to 250m (parachute not included with kit), survive an air drop from up to 250m, and be transportable using an all terrain vehicle. The system shall contain all essential components for operation including power source and power source charging (flexibility of power source options is desirable). The system shall operate for at least 12 hours before batteries need to be recharged. The system shall be modular so parts of the kit could be used separately from the entire system. The ability for rapid setup and easy operation by users of all skill levels is mandatory. The entire system shall be run through a ruggedized operator control station that shall display the feed from a minimum of four mini-radar component systems. The system shall contain a power-over-Ethernet adaptor, Ethernet and serial plugs, a charger port, and Wi-Fi capability. The system shall record alerts/events and have multi-speed video playback.

R3675 Vehicle-Borne Improvised Explosive Device (VBIED) and Person-Borne Improvised Explosive Device (PBIED) Trends 

Conduct an open-source analysis of worldwide VBIED and PBIED events. The analysis shall include a summary of events by region, number of incidents by vehicle type, charge size and weight, and other parameters to include assessment of the open source reporting of explosive composition and charge size. Specific parameters shall be decided during Phase I of the program, the requirements definition phase. All incidents involving VBIEDs and PBIEDs that have occurred since 2006 will be included in this study. The offeror shall include an option to identify gaps in the suite of tools currently used by first responders to address specific threats.  A listing can be provided upon reaching the proposal phase. The performer shall hold a SECRET clearance, as the optional study may be classified up to the SECRET level.

R3685 Non-Cooperative Biometric Surveillance 

Design and develop a capability to identify and track – through iris and facial recognition biometric capabilities – non-cooperative subjects in uncontrolled settings. The capability is to be used in any public venue where choke points can be identified or established to control throughput. The system shall have the capability to capture, record, and store the image of every individual passing through multiple choke points at a threshold rate of 20 people per minute per capture device for both face and iris(es). Where watch lists of individuals have been established, the system shall be capable of matching facial and iris images in the database. Where the venue is a high value target and interest exists in keeping track of repeat visitors who may be surveilling the facility, the system shall be capable of automatically flagging these individuals and providing alerts in real time. The desired capability would be a non-cooperative biometric device using both facial recognition and iris recognition technologies. Using a combination of technologies in a single application is required, as it reduces false-accept and false-reject rates, thereby providing for a more reliable system. The system shall be capable of capturing facial and iris images at 3-5 meters. The system shall integrate into an existing physical security information management structure and shall include storage, transfer, alert, and communications capability. The system shall be scalable to very large venues (e.g., major tourist sites, stadiums, etc.). 

R3695 Swimmer Delay and Defeat System 

Develop a technology solution for swimmer/diver delay or defeat for use in multiple waterside environments (e.g., ports, harbors, installations). The system shall provide a delay/defeat capability for security forces to deploy in quick-reaction scenarios as a layer of defense for a given asset. Permanent barrier solutions are not acceptable (e.g., permanent deployable net across a perimeter). A secondary purpose is as an aid in the determination of temper/intent of an intruder. It is acceptable if the system uses multiple technologies to cover swimmer/diver combinations. The system is not intended to be deliberately lethal to swimmers or divers. The system shall mount on fixed platforms (port security barrier, sea/ocean floor (if applicable), etc.) or moving platforms (e.g., a boat). The smallest boat size the system shall be mounted to is 30 feet in length. The system shall cover a depth of 0-50 feet (threshold)/0-150 feet (objective). The linear range of the system shall cover 0-50 feet (threshold)/0-200 feet (objective). The system shall stand ready to deploy and be operator initiated. The system shall delay or deny multiple targets (maximum of 5) at any given time, and the target/targets will be known within a 5m radius. This is not indicative of the depth location of the target. Once deployed, the system shall remain in place and be functional until reset by security forces. The system shall be easily deployed multiple times and shall be deployed and reset by security forces with minimal manpower. The system shall be scalable for fixed asset protection (e.g., connect multiple systems if desired). The entire system shall be self-contained in a single deployable package. The ability to be used with minimal training is highly desired. When activated, the system shall not cause permanent hearing or other physiological damage to a diver at a depth of 50 feet (for example, decompression injuries from rapid ascent) when the diver is no closer than 10 feet from a device. Environmental feasibility shall be taken into consideration for any technology.

R3696 Forced-Entry, Ballistic and Blast Resistant Door 

Design and develop a door that is forced-entry, ballistic, blast resistant, and capable of surviving a blast event while remaining operational. The capability must be normal in appearance and consistent with traditional hollow metal doors. The door panel size shall be a minimum of 3 feet by 7 feet. The thickness of the door shall be between 1.5 inches and 2.25 inches. The door shall accommodate an upper (partial) vision panel with a hinged, out swinging door. The capability shall meet American with Disabilities Act (ADA) requirements for clear span and force required to operate with a single-motion latch release. Multi-point latching hardware is allowable. No power assisted systems or components shall be used in this door. Maximum weight of the active leaf door shall be less than 800 pounds; this weight does not include the frame. The forced entry ballistic and blast resistant door shall survive a single 42 psi/300 psi-ms blast event. The developer shall perform initial testing at a blast simulator (e.g., a shock tube). The government shall consider independent testing. This door shall not open during the blast event but shall be operational to allow egress after the blast or forced entry event. The door shall open with less than 50 pounds of force after a design blast event. Re-latching/locking of the door following the blast is not required. The Forced Entry Ballistic and Blast Resistant Door shall have ADA code sized openings and the ability to satisfy fire/safety egress methods. The door shall meet industry and government standards applicable to hollow metal and security doors to include Certification Standard Forced entry and Ballistic resistance of Structural Systems - DOS SD-STD-01.01 (revision G, amended), Guide Specifications for Hollow Metal Doors and Frames (HMMA 860-92), Guide Specifications for Commercial Hollow Metal Doors and Frames (HMMA 861-06), and Guide Specifications for Commercial Laminated Core Hollow Metal Doors and Frames (HMMA 867-06). Links for the standards shall be provided in the Reference Section of BIDS. The number of doors to be produced shall be four, with an option to deliver up to five additional doors. Unit cost is not to exceed $30,000.

5.10. Surveillance, Collection, and Operations Support (SCOS)
R000 SCOS FY13 Unspecified Requirement

New (or improved) technologies or technological capabilities pertaining to the field of Surveillance, Collection, and Operations support (SCOS) that may be of interest to the CTTSO. Submissions that do not directly relate to SCOS will be rejected without consideration or comment.

Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. Submissions against a particular subgroup’s unspecified requirement should be relevant to that subgroup’s mission. The CTTSO does not budget for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds will be identified at that point. The CTTSO may not make any awards against the unspecified requirements.

R000SC Biometrics SCOS FY13 Unspecified Requirement

New (or improved) technologies or technological capabilities pertaining to the field of biometrics (particularly iris, face, fingerprint, and ocular) that may be of interest to the CTTSO but were not specifically requested in this BAA. Capabilities should respond to the emerging needs for biometric collection solutions in the operational environment, including smaller, lightweight, and/ or moldable sensors. Advances in human factors and data subject usability are of interest as well. New approaches to analyze biometric data in order to increase actionable intelligence at all levels of operational mission will also be considered. Submissions that do not directly relate to biometric collections and analysis will be rejected without consideration or comment.

Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. The CTTSO does not budget funds toward unspecified requirements. If the CTTSO evaluators determine an unspecified requirement submission is sufficiently promising to merit pursing, funds may be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not make any awards against the unspecified requirements.

5.11. Tactical Operations Support (TOS)
R3651 Vertical Take-Off and Landing Unmanned Aircraft System (UAS) 

Special Operations Forces (SOF) working around the world routinely conduct missions that require aerial intelligence, surveillance, and reconnaissance. These SOF elements currently lack a vertical take-off and landing small unmanned aerial system (VTOL SUAS) organic to the SOF small unit needed for many of their current mounted and dismounted operations. A VTOL SUAS has unique capabilities to be able to take off and land in dense vegetated environments as well as hover and stare over an area of interest at low altitude, making it ideally suited for jungle operations and route clearance. The VTOL SUAS shall weigh no more than 20 pounds (threshold), 10 pounds (objective) and be capable of carrying high resolution day and night/ thermal camera payloads. The VTOL SUAS shall be two man transportable/packable (threshold), one man transportable/packable (objective), and be one man operable. The VTOL SUAS shall operate for one hour (threshold), two hours (objective). The VTOL SUAS shall use an NSA Suite B encrypted mobile ad hoc network data link for both platform command and control and payload control and display. The VTOL SUAS shall be able to operate in sustained winds of up to 35 knots (threshold), 50 knots (objective). The VTOL SUAS shall be able to transport and deliver a small object weighing no less than 250 grams (threshold), 500 grams (objective). The VTOL SUAS shall be able to perform all mission requirements at no less than 15,000 feet (threshold), 20,000 feet (objective) above mean sea level and 3,000 feet (threshold), 5,000 feet (objective) above ground level. 

R000 TOS FY13 Unspecified Requirement 

Develop innovative technologies that enhance the capabilities of Department of Defense and interagency special operations tactical teams engaged in finding, fixing, and finishing terrorists. This includes the development of capabilities for state and local law enforcement agencies to combat domestic terrorism. 

Technologies may include: 

Systems that assist teams in conducting intelligence, surveillance, target acquisition, and reconnaissance missions. 

Specialized access systems that assist operators in gaining rapid access to objectives to conduct an assault or reconnaissance, improve evaluation of tactical options, and support efficiency of operations while providing force protection. 
Offensive systems that enhance the effectiveness of small offensive tactical teams engaged in specialized operations. 
Communications systems that enhance communication capabilities for operational forces. Emphasize reducing operational load, integrity of communications, and special communications. 
Survivability systems that provide protection from or identification of ballistic, fragmentation, explosive, and thermal threats during the conduct of tactical missions. 
Unconventional warfare systems that provide innovative solutions for small specialized tactical operations teams conducting a broad spectrum of military and paramilitary operations including counterinsurgency and foreign internal defense missions through, with, or by host nation indigenous forces building partner capacity to support U.S. objectives. 
Unspecified requirements are for proposing unique innovations that have not yet been identified by the CTTSO. Submissions against a particular group’s unspecified requirement shall be relevant to that group’s mission. The CTTSO does not budget for unspecified requirements. If the evaluation team determines that an unspecified requirement submission is promising enough to merit pursuing, funds will be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not be able to make any awards against the unspecified requirements.

5.12. Training Technology Development (TTD)
R3681 Joint Ordnance Training 

Design and develop a joint ordnance training program for certified public safety bomb technicians and military EOD technicians. The course shall be designed to be administered by military EOD technicians and/or other qualified personnel whenever they are providing training to bomb squads. The offeror shall conduct a training needs analysis to: 1) examine the totality of ordnance related tasks in CONUS, 2) analyze the training needs of public safety bomb squads to effectively complement available CONUS military EOD resources in fulfilling the CONUS ordnance mission, and 3) define a training method that serves both elements with an integrated solution that meets safety standards established by military EOD programs. The training modules in this program will be used to prepare bomb technicians to work directly or at a distance with military EOD technicians to recover and dispose of military ordnance. The offeror shall develop communications protocols, which will be taught as part of the curriculum and allow for real-time technical assistance during response operations in which a specialist is not able to be at the scene of bomb squad operations immediately and that provide for passage of photographs, descriptions, and general circumstances as part of the decision process during the operation. 

The course, the length of which will be determined based on the training needs analysis, shall include approved types of ordnance (as determined by U.S. military EOD) and shall consist of the following components: 

Guidelines for instructors, student handouts, student evaluation forms, videos, references, interactive presentations, etc. 

Performance testing requirements and standardization. 

Frequency of refresher training, based on results of the training needs analysis and in consultation with end users. 

The offeror shall have subject matter expertise in both U.S. military EOD operations and public safety bomb squad operations. An instructional designer shall design and develop high quality training materials. The offeror shall have the capability to implement a pilot training program with qualified instructors as well as identify a suitable CONUS environment where students can attend the pilot training. Survey data on bomb squad response to ordnance will be provided as government furnished information (GFI) upon contract award. Personnel involved in this effort shall be U.S. citizens with SECRET security clearances. 

R3682 Explosive Response Overpressure and Safe Area Identification Program 

Design and develop a training program for tactical breachers and certified public safety bomb technicians to accurately determine the safe areas and understand localized overpressure resulting from an explosive charge in environments of overpressure and fragmentation in which complex arrangements of reflective walls, buildings, and other surfaces exist. In simple terms, bomb squads need to identify a safe place to set up their command post within working range of a VBIED, and tactical teams need to identify a safe place to stage as close as possible to a breaching charge. 

The first phase of this project shall be to conduct a training needs analysis with a pilot group of bomb technicians and tactical breachers, and researchers to identify and compile guiding principles, best practices, and computer models that currently exist. The goal of this analysis shall be to identify the content and to determine how best to train personnel to observe and assess any scene and make rapid decisions about which areas will be safest while maximizing tactical advantage and efficiency of operations. 

The second phases of this project shall be to develop a training program tailored for each group (bomb technicians and tactical breachers) and sorting out the differences of scale and need in each training group. The vendor shall incorporate computer models of blast overpressures and fragmentation effects, allowing students to observe a scene, predict safe areas, and then watch as the blast model unfolds to see if their predictions were accurate. 

Deliverables for the project shall include computer based training products that can be administered at official schools for these disciplines. Coordination for bomb squad and breacher related doctrine shall be provided as GFI. The course, the length of which will be determined based on phase I, shall include material on the science behind blast effects, effects on human physiology of acute and chronic exposure to shock and overpressure, and the integration of blast effects computer modeling. The deliverables shall include elements of a Training Support Package (i.e., guidelines for instructors, student handouts, student evaluation forms, videos, references, interactive presentations, etc.). 

The offeror shall have extensive experience and expertise in blast effects modeling and subject matter expertise in both U.S. military EOD operations and public safety bomb squad/SWAT operations. An instructional designer shall design and develop high quality training materials. The offeror shall have the capability to implement a pilot training program with qualified trainers. 

R000 TTD FY13 Unspecified Requirement 

Develop training technologies and human performance improvement interventions to increase mission readiness and enhance the operational capabilities of all elements, to include both military and civilian communities involved in combating terrorism. The technologies shall provide valuable and innovative approaches to enhancing knowledge, skills, and abilities to deter, defeat, prevent, protect, mitigate, and respond to terrorist threats. This includes the development of new or improved training technologies, performance support capabilities, computer-based training courses, advanced programs of instruction, delivery architectures, training aids, devices, and simulations. These proposed training and/ or performance improvement technologies shall support the life cycle of research and development to include: analysis, research, design, development, implementation, evaluation, verification and validation testing, and technology transition. Additionally, all proposed computer-based training solutions shall prototype and establish state-of-the-art ADL delivery systems that are SCORM 2004-conformant to military and civilian personnel involved in combating terrorism. All submissions shall identify the anticipated end user and/or supporting organization, along with points of contact or coordination that has been done to vet the requirement. This end user POC information should be placed in the bottom right quadrant of the quad chart submission.

Areas of interest include but are not limited to: 

Training in areas such as homemade explosives; novel approaches to defeating terrorist networks; building or enhancing advanced knowledge, skills, and abilities; and supporting coalition and/or host nation partners.

Mobile learning and performance support applications (apps) for operational users. 

Advanced performance support capabilities such as job aids, electronic performance support systems (EPSS), and augmented reality. 

Analyses, research, and/or evaluation of training technology. 

Unspecified requirements (R000) are for proposing unique innovations that have not yet been identified by the CTTSO. If the CTTSO evaluators determine an unspecified requirement submission is sufficiently promising to merit pursuing, funds may be identified at that point. Because proposed technologies from the unspecified requirements will be competing against proposed technologies for identified and prioritized interagency requirements, the CTTSO may not make any awards against the unspecified requirements. Proposed technologies, models, architectures, software, hardware, tools, and other applications not directed toward a training need are not desired and will be rejected without consideration or comment.
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